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Part 1 Definitions and obliged entities

Section 1 Definitions

(1) For the purposes ofthis Act, moneylaundering is an offence under section 261 ofthe Criminal Code
(Strafgesetzbuch).

(2) For the purposes ofthis Act, terroristfinancing means:

1. providing or collecting propertyin the knowledge thatsuch propertywill or is intended to be used, entirelyor

in part, for the purpose of committing one or more ofthe following criminal offences:

a) an offence undersection 129a ofthe Criminal Code, also in conjunction with section 129b ofthe
Criminal Code, or

b) any other offences as described in Articles 3,5 to 10, and 12 of Directive (EU) 2017/541 ofthe
European Parliamentand ofthe Council of 15 March 2017 on combating terrorism and replacing
Council Framework Decision2002/475/JHA and amending Council Decision 2005/671/JHA(OJ L 88,
31 March 2017, page 6),

2. committing an offence under section 89c ofthe Criminal Code or

3. instigating or aiding and abetting an offence within the meaning ofno. 1 or 2.

(3) For the purposes ofthis Act, identification means

1. establishing identityby collecting information and

2. verifying identity.
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(4) For the purposes ofthis Act, businessrelationship means anyrelationship which is directlyconnected with
the commercial or professional activities ofthe obliged entities and which is expected, atthe time when the
contact is established, to have an elementofduration.

(5) For the purposes ofthis Act, transaction means anyact or, insofar as they appear to be connected, several
acts aimed ator resulting in a transfer of funds or other movementofassets or property. 2n the case of
intermediation activities of obliged entities as defined in section 2 (1) nos. 14 and 16, the intermediated legal
transaction is deemedto be a transaction within the meaning ofthis Act.

(6) YFor the purposes ofthis Act, trust means a legal arrangement established as a trustifthe legal institution
of a trust is provided forin the law applicable to the establishmentofthe legal arrangement. 2f the law
applicable to the establishment ofthe legal arrangement provides for a legal institutionmodelled on the trust,
legal arrangements established using this legal institution are also deemedto be trusts.

(7) For the purposes ofthis Act, propertymeans
1. anyasset,whethercorporeal orincorporeal, movable orimmovable, tangible orintangible, and

2. legaldocuments and instruments in anyform, including electronic and digital form, evidencing title to or
otherrights to assets within the meaning ofno. 1.

(8) For the purposes ofthis Act, game of chance means anygame where a player makes a paymentin
exchange for a chance to win,and where the occurrence ofa win or loss depends whollyor predominantlyon
chance.

(9) For the purposes ofthis Act, a traderin goods means someone who sells goods commercially —no matter
on whose behalforfor whose accounttheytrade.

(10) For the purposes ofthis Act, valuables mean goods which,

1. on accountoftheir quality, theirmarketvalue ortheir intended use stand outfrom articles of dailyuse or
2. on accountof their price, do not constitute everyday purchases.

They include in particular

1. precious metalssuch as gold, silver and platinum,

2. precious stones,

3. jewellery,watches and clocks,

4. works of art and antiques,
5

motor vehicles, ships and motor boats as well as aircraft.

(11) For the purposes ofthis Act, estate agentmeans someone who commerciallyacts as an intermediaryfor
purchase, lease orrental agreements relating to land, land rights, commercial property or residential property.

(12) YFor the purposes ofthis Act, politicallyexposed person means anypersonwhois orwho has been
entrusted with a high-ranking prominent public function atinternational, Europeanor national level orwho is or
has been entrusted with a public function of comparable political importance below national level. ?n particular,
politicallyexposed personsinclude

1. persons with the following functions:

a) heads ofstate, heads ofgovernment, ministers, members ofthe European Commission, deputyand
assistantministers,

b) members of parliament or of similar legislative bodies,
c) members ofthe governing bodies of political parties,

d) members of supreme courts, of constitutional courts or of other high-level judicial bodies, the decisions
of which are usuallynotsubjectto furtherappeal,

e) members ofthe boards of courts of audit,
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f) members ofthe boards of central banks,
g) ambassadors, chargés d’affaires and defence attachés,
h) members ofthe administrative, managementor supervisorybodies of state -owned enterprises,

i) directors,deputydirectors, members ofthe board or other managers with a comparable function ofan
international or European intergovernmental organisation;

2. persons exercising functionsthatare contained in the list published bythe European Commission under
Article 1 point(13) of Directive (EU) 2018/843 ofthe European Parliamentand ofthe Council of 30 May
2018 amending Directive (EU) 2015/849 on the prevention ofthe use of the financial system for the
purposesofmoneylaundering or terroristfinancing, and amending Directives 2009/138/EC and
2013/36/EU(OJ L 156 od 19 June 2018, page 43).

3The Federal Ministry of Finance mustprepare and update a listas defined in Article 1 point (13) of Directive
(EU) 2018/843 and provide it to the European Commission. “Organisations as defined in sentence 2 no. 1 (i)

whose registered office is in Germanymust provide the Federal Ministry of Finance with a listcontaining
prominentpublic functions specifiedin this provision each year atthe end of the year.

(13) For the purposes ofthis Act, family member means a close relative of a politicallyexposed person,in
particular

1. the spouse or civil partner,
2. achild andthe child's spouse or civil partnerand

3. both parents.

(14) For the purposes ofthis Act, a person known to be a close associate means a natural person forwhom
the obliged entityhas reason to assume thatthis person

1. is,togetherwith a politicallyexposed person,

a) the beneficial ownerofan association as definedin section 20 (1) or

b) the beneficial owner ofalegal arrangement as definedin section 21,
2. has anyotherclose business relationships with a politicallyexposed person or
3. isthe sole beneficial owner

a) ofan associationas defined in section 20 (1) or

b) ofalegalarrangementas definedin section21

for which the obliged entitymusthave reason to assume thatitwas established for the de facto benefitof a
politicallyexposed person.

(15) *For the purposes ofthis Act, member ofthe senior managementmeans an officer or a senioremployee
of an obliged entitywith sufficientknowledge ofthe obliged entitys moneylaundering and terroristfinancing
risk exposure, and with the authorityto make decisions in this respect. 2A member of the senior management
does notalso have to be a member ofthe executive management.

(16) For the purposes ofthis Act, group means a group of companies which consists of
1. aparentcompany,

2. the subsidiaries ofthe parentcompany,

3. the entities in which the parentcompanyorits subsidiaries hold a participation, and
4

. companies linked to each other by a relationshipwithin the meaning of Article 22(1) of Directive
2013/34/EU ofthe European Parliamentand ofthe Council of26 June 201 3 on the annual financial
statements, consolidated financial statements and related reports of certain types of companies, amending
Directive 2006/43/EC of the European Parliamentand ofthe Council and repealing Council Directives
78/660/EEC and 83/349/EEC (OJL 182 of 29 June 2013, page 19).

(17) For the purposes ofthis Act, third country means a country
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1. thatis nota member state ofthe European Union and

2. thatis not a signatorystate to the Agreementon the European Economic Area.

(18) For the purposes ofthis Act, electronic moneymeans electronic moneyas defined in section 1 (2)
sentences 3 and 4 of the Payment Services Supervision Act(Zahlungsdiensteaufsichtsgesetz).

(19) For the purposes ofthis Act, supervisoryauthoritymeans the competentsupervisoryauthorityas defined
in section 50.

(20) For the purposes ofthis Act, employees are deemed to be reliable ifthey can be safelyassumed

1. to carefully complywith the obligations setoutin this Act, other obligations under anti-moneylaundering
and counter terroristfinancing law, and policies, controls and procedures introduced atthe obliged entityin
orderto prevent moneylaundering and terroristfinancing,

2. to report facts as specified in section 43 (1) to their supervisor or to the moneylaundering officer, ifone has
been appointed, and

3. notto participate, either actively or passively, in suspicious transactions or business relationships.

(21) For the purposes ofthis Act, correspondentrelationshipmeans a business relationship within which the
following services are provided:

1. bankingservices such as providinga currentaccountor another paymentaccountand related services,
such as cash management, carrying outinternational funds transfers or foreign exchange transactions and
cheque clearing, byobliged entities as definedin section 2 (1) no. 1 (correspondents) for CRR credit
institutions or for companiesin a third country that engage in activities equivalentto those of such credit
institutions (respondents), or

2. senvices otherthan banking servicesinsofar as obliged entities as defined in section 2 (1) nos.1to 3and 6
to 9 (correspondents) mayprovide these other services under the respective legal provisions

a) for other CRR creditinstitutions or financial institutions within the meaning of Article 3 point (2) of
Directive (EU) 2015/849 or

b) for companiesorpersonsinathird country that engage in activities equivalentto those of such credit
institutions or financial institutions (respondents).

(22) For the purposes ofthis Act, shell bank means

1. a CRRcreditinstitutionorafinancial institution within the meaning of Article 3 point(2) of Directive
(EU) 2015/849 or

2. acompany

a) thatcarries outactivities equivalentto those carried outby such a credit institution or financial instituton
and that is registered in the commercial register ora comparable register ofa country other than the
one from which the companyis actuallymanaged and administered, and

b) thatis not affiliated with a regulated group of creditor financial institutions.

(23) *For the purposes ofthis Act, a person acting as an intermediaryin the trade of works of artis someone
who commerciallyacts as an intermediaryfor purchase agreements for works ofart, including as an auctioneer
or galleryowner. 2For the purposes ofthis Act, a person storing works of art is someone who commercially
stores works ofart. 3t is not relevanton whose behalfor on whose accountthe activity defined in sentences 1
or 2 is performed.

(24) YFor the purposes ofthis Act, financial companyis a companywhose principal activity consists of
1. acquiring, holding or disposing of equityinvestments,

2. purchasing monetaryreceivables with a financing function,

3. tradingin financial instruments forits own account,
4

investmentintermediaries as defined in section 34f (1) sentence 1 ofthe Industrial Code
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(Gewerbeordnung) and fee-based investmentadvisers as defined in section 34h (1) sentence 1 of the
Industrial Code, unless the intermediation of advice relates solelyto investments thatare distributed or
issued byobliged entities under this Act,

5. advising companies on their capital structure, theirindustrial strategyand associated issues and, in the
event of corporate mergers and acquisitions, advisingthose enterprises and tendering services, or

6. arrangingloans between creditinstitutions (money-broking business).

2Holding companies thatonlyhold interests in companies outside the creditinstitution, financial institution and
insurance sector and thatare not commerciallyactive other than in respectof the functions involved in
managingthe investmentholding are notfinancial companies for the purposes ofthis Act.

(25) Parent companyfor the purposes ofthis Act is a companyto which at leastone other companyas defined
in subsection (16) nos. 2 to 4 is subordinate, and thatis notitself subordinate to any other com pany.

Section 2 Obliged entities, power to issue statutory instruments

(1) For the purposes ofthis Act, obliged entities mean the followinginstitutions and persons in the exercise of
theirbusiness or profession:

1. creditinstitutions as defined in section 1 (1) of the Banking Act (Kreditwesengesetz), with the exception of
the institutions and companies specified in section 2 (1) nos. 3 to 8 of the Banking Act, and
establishments and branches located in Germany of credit institutions whose registered office is situated
outside Germany,

2. financial services institutions as defined in section 1 (1a) ofthe Banking Act, with the exception of the
institutions and companies specifiedin section 2 (6), sentence 1 nos.3to 10 and 12 and (10) of the
Banking Act and German branches and branch offices offinancial services institutions whoseregistered
office is situated outside Germany,

3. paymentinstitutions and electronic moneyinstitutions as defined in section 1 (3) of the Payment Services
Supervision Act and German branches and branch offices of comparable institutions whose registered
office is situated outside Germany,

4. agents as definedin section 1 (9) ofthe PaymentServices Supervision Act and electronic moneyagents
as defined in section 1 (10) of the Payment Services Supervision Act, as well as paymentinstitutions and
electronic moneyinstitutions whose registered office is in another signatory state to the Agreementon the
European Economic Areathat are established in Germanyvia agents as defined in section 1 (9) of the
Payment Services Supervision Act or via electronic moneyagents as defined in section 1 (10) ofthe
Payment Services Supervision Act,

5. independentbusinesspersons who distribute or redeem the electronic moneyofa creditinstitution as
definedin section 1 (2) sentence 1 no. 2 of the Payment Services Supervision Act,

6. financial companies and establishments and branches and undertakings located in Germanyoffinancial
companies whose registered office is situated outside Germany, insofar as theydo not alreadyfall under
numbers 1t05,7,9, 10,12 or 13,

7. insurance undertakings as defined in Article 13 no. 1 of Directive 2009/138/EC ofthe European
Parliamentand ofthe Council of 25 November 2009 on the taking-up and pursuitofthe business of
Insurance and Reinsurance (Solvencyll) (OJ L 335 of 17 December 2009, page 1) and establishments
located in Germany of such undertakings whose registered office is situated outside Germany, insofar as
they

a) offer life insurance activities covered by this directive,

b) offer accidentinsurance with premium refund or

c) grantmoneyloans as definedinsection 1 (1) sentence 2 no. 2 of the Banking Act.
d) offer capital redemption products,

8. insuranceintermediaries as defined in section 59 ofthe Insurance Contract Act
(Versicherungsvertragsgesetz), insofar as theybroker the activities, transactions, products or services
covered by no. 7, with the exception of the insurance intermediaries operating under section 34d (6) or
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10.

11.

12.

13.

14.
15.

(7) no. 1 of the Industrial Code, and establishments located in Germanyof such insurance intermediaries
whose registered office is situated outside Germany,

assetmanagementcompanies as defined in section 17 (1) ofthe InvestmentCode
(Kapitalanlagegesetzbuch), establishments located in Germany of EU managementcompanies and of
foreign AIF managementcompanies, and foreign AIF managementcompanies for which the Federal
Republic of Germanyis the member state of reference and which are subjectto supervision bythe
Federal Financial Supervisory Authority under section 57 (1) sentence 3 ofthe InvestmentCode,

lawyers, legal advisors who are members of a bar association, patentattorneys and notaries, insofar as
they

a) areinvolved in planning or carrying outthe following activities for their clients:
aa) buyingand selling ofreal estate or business entities;
bb) managingmoney, securities or otherassets;
cC) openingormanaging bank, savings or securities accounts;;
dd) organising contributions necessaryforthe creation, operation or managementofcompanies;
ee) creating, operating or managing trusts, companies or similar structures;
b) carry outfinancial orreal estate transactions on behalfof and for the account of their clients,
c) advise clients with regard to their capital structure, industrial strategyor related issues,
d) provide advisory or other services in connection with mergers and acquisitions, or
e) provide advice ontax matters as a business or professional activity,

legal advisors who are notmembers of a bar association and persons registered under section 10 ofthe
Legal Services Act (Rechtsdienstleistungsgesetz), insofar as theyperform activities as definedinno. 10
(a) to (d), except for the performance of collection services as defined in section 2 (2) sentence 1 ofthe
Legal Services Act,

public auditors, sworn auditors, tax advisers, tax agents and the associations referredto in section 4 no.
11 of the Tax Advisory Act (Steuerberatungsgesetz)

service providers forcompanies and for trustassets or trustees thatdo notbelong to the professions
listed undernos.10to 12, wheneverthey provide one of the following services for third parties:

a) formation ofa legal person or partnership,

b) acting as a directoror manager ofa legal person or partnership, acting as a partner of a partnership
or acting in a similar position,

¢) providing a registered office, a business, administrative or correspondence address, and other related
services fora legal person, a partnership oralegal arrangementas defined in section 3 (3),

d) acting as a trustee of alegal arrangementas defined in section 3 (3),

e) acting as a nominee shareholder for another person otherthan a companylisted on an organised
marketas definedin section 2 (11) of the Securities Trading Act (Wertpapierhandelsgesetz) thatis
subjectto transparencyrequirements with regard to voting rights consistentwith Communitylaw, or
subjectto equivalentinternational standards,

f) arranging foranother person to perform the functions described in b),d) and e) above;
estate agents,

organisers and brokers ofgames ofchance unlesstheyare

a) operators of gambling machines within the meaningofsection 33c ofthe Industrial Code,

b) clubs thatcarry onthe business ofatotalisator within the meaning of section 1 ofthe Race Betting
and Lottery Act (Rennwett- und Lotteriegesetz),

c) lotteries thatare not held on the internetand for which the organis ers and brokers hold a state-issued
license from the respective competentauthorityin Germany,
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d) sociallotteries and

16. tradersingoods,personsacting as intermediaries in the trade of works ofart and persons storing works
of art, where this storage is carriedoutby free ports.

(2) 'The Federal Ministry of Finance may, by means ofa statutoryorder not requiring the consentofthe
Bundesrat, exemptfrom the scope ofthis Act obliged entities under subsection (1) nos. 1to 9 and 16 which
engage in financial activities thatdo not qualifyas moneyremittance within the meaning ofsection 1 (1)
sentence 2 no. 6 of the Payment Services Supervision Act only on an occasional or very limited basis and
representalow riskof moneylaundering and terroristfinancing if

1. the financial activity is limited to individual transactions notexceeding the amountof€1,000 in absolute
terms per customer and individual transaction,

2. the total turnover of the financial activity does notexceed 5 per centof the total annual turnover of the
obliged entityin question,

3. the financial activity is merelyan ancillaryactivity related to the main activity pursued and
4. the financial activity is only pursued for customers ofthe main activity, and not for the general public.

?In this case, itmustnotify the European Commission in atimelymanner.

(3) *For courts that conduct public auctions, the identification and notification obligations referredto in parts 3,
5 and 6 and the obligation to cooperate with the Financial Intelligence Unitapply, with the necessary
modifications, to compulsoryauctions, by way of compulsoryenforcement, ofreal property, of ships recorded
in the shipping register, of ships under construction thatare recorded or can be recorded in the shipping
register, and aircraft, insofar as transactions with cash payments of€10,000 or more are carried out. °The
purchaseris to be identified immediately after acceptance ofthe successful bid, butatthe latestwhenthe cash
bid is deposited;itis notnecessaryto elicitthe place ofbirth and nationality of natural persons orthe names of
allmembers ofthe representative bodyor of all legal representatives of partnerships and legal persons.

(4) For authorities and public corporations and institutions that conduct public auctions, the identificationand
notification obligations referred to in parts 3, 5 and 6 and the obligation to cooperate with the Financial
Intelligence Unitapply, with the necessarymodifications, insofar as transactions with cash payments of
€10,000 ormore are carried out. 2Sentence 1 does notapplyin cases where seized assets are realised in the
course of compulsoryenforcement. 3The purchaseris to be identified after acceptance ofthe successful bid,
but at the latestwhen the cash bid is deposited. “Authorities and public corporations and institutions subjectto
an obligation under sentence 1 mayengage third parties to fulfil their obligations under sentence 1.

Section 3 Beneficial owner

(1) *For the purposes ofthis Act, beneficial owner means
1. the natural person who ultimatelyowns or controls the contracting party, or

2. the natural person atwhose instruction atransaction is ultimately carried outor a businessrelationship is
ultimatelyestablished.

2In particular, beneficial owners include the natural persons listed in subsections (2) to (4).

(2) UIn cases oflegal persons other than foundations with legal capacityand of other corporate entities thatare
not listed on an organised marketas defined in section2 (11) of the Securities Trading Actand that are not
subjectto transparencyrequirements with regard to voting rights consistentwith Community laws or to
equivalentinternational standards, beneficial ownersinclude anynatural person who, directlyor indirectly,

1. holds more than 25 percentof the capital,
2. controls more than 25 per centof the voting rights or
3. exercises controlinacomparable manner.

2In particular, indirectcontrol is deemed to existwhen the corresponding ownership interests are held byone
or more associations as defined in section 20 (1) that are controlled by a natural person. *Control is deemed to
existin particularif the natural personis able to exercise, directlyor indirectly, a controlling influence on the
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association as defined in section 20 (1). “In cases of controlling influence, section 290 (2) to (4) of the
Commercial Code applies, with the necessarymodifications. ®If, even after extensive investigations and in the
absence offacts as specified in section 43 (1), the association as definedin section 20 (1) subjectto the
notification requirementis unable to identifyany beneficial owner as defied in subsection (1) or sentences 1 to
4, the beneficial owneris deemed to be the legal representative, shareholder-manager or partner ofthe
contracting party.

(3) In the case offoundations with legal capacityand legal arrangements used to manage or distribute trust
assets orthrough which third parties are instructed with such managementor distribution, or comparable legal
constructs, beneficial owners include:

1. anynatural personacting as a settlor, trustee or protector, if any,

2. anynatural personwhois amember ofthe board of the foundation,

3. anynatural person designated as a beneficiary,

4. to the extent that the natural person intended to be the beneficiaryof the managed assetsis yetto be
g;ess#igbrﬁt;d, the group of natural persons forwhose benefitthe assets are intended to be managed or

5. anynatural person who otherwise directlyor indirectlyexercises a controlling influence on the management
of assets or propertyor the distribution ofincome, and

6. anynatural personwho can directlyor indirectlyexercise a controlling influence on an association and who
is a member ofthe board of the foundation or has been designated as a beneficiaryofthe foundation.

(4) YIn cases oftrading oninstruction, the person atwhose instruction the transaction is carried outis deemed
to be a beneficial owner. 2insofar as contracting parties actas trustees, theyare also deemed to be trading on
instruction.

Part 2 Risk management

Section 4 Risk management

(1) In orderto prevent moneylaundering and terroristfinancing, the obliged entities musthave in place
effective risk managementsystems thatare appropriate for the nature and size of their business.

(2) Riskmanagementencompasses arisk analysis under section 5 as well as internal controls and safeguards
under section 6.

(3) A member ofthe managementis to be appointed to be responsible for risk managementand compliance
with provisions under anti-moneylaundering and counter terroristfinancing law under this and other Acts as
well as with statutory instruments adopted on the basis ofthis and other Acts. “Risk analysis and internal
controls and safeguards mustbe approved by this member ofthe management.

(4) Obliged entities as defined in section 2 (1) no. 14 musthave in place an effective risk management system,
including group-wide procedures:

1. ifthey act as anintermediaryfor purchase agreements and

2. ifthey act as anintermediaryforrental or lease agreements with a monthlyrental orlease payment of
€10,000 ormore.

(5) Obliged entities as defined in section 2 (1) no. 16 musthave in place an effective risk managementsystem,
including group-wide procedures:

1. ifthey actas a traderin goods in the following transactions:
a) transactionsrelating to works ofartwith a value of €10,000 ormore,

b) transactionsrelating to valuables as defined in section 1 (10) sentence 2 no. 1 in which they make or
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receive cash payments of€2,000 or more themselves or using third parties, or

c) transactionsrelating to other goods in which theymake orreceive cash payments of€10,000 ormore
themselves orusing third parties, and

2. ifthey act as intermediaries in the trade of works ofart and persons storing works ofart in transactions of
€10,000 ormore.

Section 5 Risk analysis

(1) 'The obliged entities are required to determine and evaluate the risks of moneylaundering and terrorist
financing associated with the business activities theyengage in. They are required to pay particular attention
to the risk factors specified inannexes 1 and 2 and to the information thatis made available on the basis ofthe
national risk assessment. °The extent of the risk analysis depends on the nature and size of the business of
the obliged entity.

(2) The obliged entities are requiredto
1. documenttheriskanalysis,
2. regularlyreview and, as appropriate, update the risk analysis and

3. makethe mostrecentversion oftheir risk analysis available to the supervisoryauthorityupon request.

(3) In cases where the obliged entityis the parentcompanyofa group, subsections (1) and (2) apply to the
whole group.

(4) The supervisoryauthoritymay, at the requestof an obliged entity, release the obliged entityfrom the
obligationto documentits risk analysisifthe obliged entitycan demonstrate thatthe specificrisks inherentin
the respective sector are clearand understood.

Section 6 Internal controls and safeguards

(1) *Obliged entities are required to implementappropriate business- and customer-related internal controls
and safeguardsin the form of principles, procedures and controlsin orderto manage and mitigate the risks of
moneylaundering and terroristfinancing. 2Such measures are appropriate ifthey correspond to the risk
situation ofthe obliged entityand cover it sufficiently. *The obliged entities are required to monitor the
functionality of the internal controls and safeguards and update them where necessary.

(2) In particular,internal controls and safeguards include:
1. the developmentofinternal principles, procedures and controlsinrelation to

a) dealing withrisks under subsection (1),

b) the customerdue diligence requirements under sections 10to 17

c) compliance with the reporting obligation under section43 (1)

d) recording ofinformation and retention ofdocuments under section 8 and

e) compliance with other provisions under anti-moneylaundering and counter terroristfinancing law,
2. appointing amoneylaundering officer and a deputyunder section 7,

3. in cases ofobliged entities thatare parentcompanies ofa group, the establishmentof group-wide
procedures under section 9,

4. the developmentand updating of appropriate measuresto preventthe abuse of new products and
technologies forcommitting moneylaundering and terroristfinancing or for the purpose of promoting the
anonymityof business relationships or transactions,

5. the reliabilityscreening ofemployees byappropriate means, in particular via systems of the obliged entity
for controlling and appraising the staff,
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6. initialand ongoing training of employees with regard to the typologies and currentmethods of money
laundering and terroristfinancing and on the provisions and obligations relevantin this regard, including
rules for data protection, and

7. reviewing the above-mentioned principles and procedures in an independent inspection where such a
review is appropriate given the nature and size of the business.

(3) If an obliged entityunder section 2 (1) nos.10to 14 and 16 performs their professional activities as an
employee ofa company, the obligations under subsections (1) and (2) fall to this company.

(4) YIn addition to the measures setoutin subsection (2), obliged entities under section 2 (1) no. 15 are
required to operate data processing systems thatenable them to identify both business relationships and
individual transactions in gambling operations and via a gambling accountunder section 16 thatare to be
regarded as suspicious or unusual given publiclyavailable information on, or corporate experience of, the
methods of moneylaundering and terroristfinancing. 2They are required to update these data processing
systems. *The supervisoryauthoritymay specifycriteria on the basis ofwhich, ifmet, the oblige d entities under
section 2 (1) no. 15 may be exemptfrom the obligation to use the data processing systems under sentence 1.

(5) The obliged entities are requiredto make arrangements appropriate to their nature and size to enable their
employees and personsin a comparable positionto reportcontraventions of provisions under anti-money
laundering and counter terroristfinancing law to appropriate bodies while ensuring thattheiridentity remains
confidential.

(6) 'The obliged entities are required to make arrangements to ensure theyare in a position, ifasked by the
German Financial Intelligence Unit (Zentralstelle fir Finanztransaktionsuntersuchungen) or by other competent
authorities, to provide information as to whether theymaintained a business relationship with certain persons
during a period of five years prior to the enquiry,and whatthe nature of that relationship was. They are
required to ensure thatthe information is transmitted safelyand confidentiallyto the institution making the
enquiry. 3Obliged entities under section 2 (1) nos. 10 and 12 may refuse to provide information ifthe enquiry
refers to information theyreceived in the course of providing legal advice or legal representation. “The
obligation to provide information continues to existif the obliged entityknows that the legal advice or legal
representation was oris being used for the purpose of moneylaundering or terroristfinancing.

(7) 'The obliged entities may, on the basis of contractual agreement, engage third parties to implementinternal
controls and safeguards ifthey notify the supervisoryauthorityof this in advance. 2The supenvisoryauthority
may prohibitthe engagementofathird party if

1. the third party does notprovide an assurance thatthe controls and safeguards will be implemented
properly,

2. the managementcapabilities ofthe obliged entity would be adverselyaffected or
3. supervision bythe supervisoryauthoritywould be adverselyaffected.

3In their notification, the obliged entities are required to demonstrate thatthe criteria for prohibiting the
engagementunder sentence 2 are not fulfilled. “The ultimate responsibilityforimplementing the controls and
safeguards continuesto lie with the obliged entities.

(8) In individual cases, the supervisoryauthoritymayissue appropriate and necessaryorders to an obliged
entity to implementthe necessaryinternal controls and safeguards.

(9) The supervisoryauthoritymay order that the provisions of subsections (1) to (6) are to be applied,ina
manner appropriate to the level of risk, to individual obliged entities or groups of obliged entities on account of
the kind of transactions theyengage in or of the size of their business, in considerationofthe risks with regard
to moneylaundering and terroristfinancing.

Section 7 Money laundering officer

(1) *Obliged entities undersection 2 (1) nos.1to 3, 6, 7, 9 and 15 are required to appointa moneylaundering
officer at seniormanagementlevel and a deputy. 2The moneylaundering officer is responsible for compliance
with the provisions under anti-moneylaunderingand counter terroristfinancing law; this does notaffectthe
responsibilityof the management. *The moneylaundering officer is directlysubordinate to the top management
level.
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(2) The supenrvisoryauthoritymay exemptan obliged entityfrom the obligation to appointa moneylaundering
officer if it is guaranteed that

1. thereis no riskof information loss or deficits on accountofa separation of duties in the companystructure
and

2. otherprovisions are made, after a risk-based evaluation, to prevent business relationships and transactions
related to moneylaundering and terroristfinancing.

(3) 'The supenvisoryauthoritymay order that obliged entities under section 2 (1) nos.4, 5, 8, 10 to 14 and 16
are required to appointa moneylaundering officer ifit deems such an appointmentappropriate. %In the case of

obliged entities under section 2 (1) no. 16, the order should be issued ifthe main activity of the obliged entity
consistsintrading in valuables.

(4) 'The obliged entities are required to give prior notification to the supervisoryauthorityof the appointment or
dismissal ofthe moneylaundering officer or their deputy. The appointmentofthe moneylaundering officer or
the deputy mustbe revoked on the instruction ofthe supervisoryauthorityif the appointee does notfulfil the
requirements with regard to qualification or reliability.

(5) ‘The moneylaundering officer mustcarryout their function in Germany. They mustbe the pointof contact
regarding compliance with the relevant provisions for the law enforcementagencies, for the authorities
responsible for the detection, prevention and elimination of threats, forthe German Financial Intelligence Unit
and for the supervisoryauthority. °The moneylaundering officer mustbe granted sufficient powers and the
means necessaryto carry out their function properly. 4in particular, they musthave or be given unrestricted
access to all information, data, records and systems which could be ofimportance in the performance oftheir
functions. The moneylaundering officer reports directlyto the top managementlevel. ®if the moneylaundering
officer intends to submitareportundersection 43 (1) or is responding to a requestforinformation from the
German Financial Intelligence Unitunder section30 (3), they are not subjectto the right of the top
managementlevel to issue instructions.

(6) The moneylaundering officer mayuse data and information solelyfor the purpose of performing their
functions.

(7) ‘The moneylaundering officer and the deputymustnotsuffer any disadvantage in theiremploymentas a
resultof the performance oftheir functions. 2The termination oftheir employmentis inadmissible unless facts
exist that entitle those responsible to terminate the employmentfor good cause withoutobsening a notice
period. *Following the end of the appointment ofthe moneylaundering officer or deputy, a termination oftheir
employmentis inadmissible within a year of the appointmentend date, unless those responsible are entitled to
terminate the employmentfor good cause withoutobserving a notice period.

Section 8 Record-keeping and retention requirement

(1) *The obliged entityis required to record and retain
1. datacollected and information gathered in the fulfilmentofits due diligence requirements

a) on the contracting parties, the parties to the contractgoverning the objectof purchase as definedin
section 11 (2) and, where applicable, onthe persons representing the contracting parties or the parties
to the contract governing the objectof purchase, and on beneficial owners,

b) on business relationships and transactions, particularly proof of transaction documents insofar as they
could be necessaryfor the investigation oftransactions,

2. sufficientinformation aboutthe implementation and the results ofthe risk evaluation under section 10 (2),
section 14 (1) and section 15 (2) and aboutthe suitabilityof the measures taken on the basis ofthese
results,

3. the results ofthe examination under section 15 (5) no. 1 and

4. the reasonsconsidered and a plausible explanation of the evaluation resultfora matterin respectof the
reporting obligation under section 43 (1).

2The records undersentence 1 no. 1 (a) include records aboutthe measures taken to identifythe beneficial
ownerand to documentthe ownership and control structure within the meaning of section 11 (52) sentence 1.

— Page 16 of 66 —



%In the case of persons deemed to be beneficial owners under section 3 (2) sentence 5, the measures taken to
verify identity under section 11 (5) and any difficulties encountered during the verification process mustbe
recorded.

(2) 'To complywith the obligation under subsection (1) sentence 1 no. 1 (a), the type, number and issuing
authority of the document presentedfor verification of identity are required to be recorded in the cases set forth
in section 12 (1) sentence 1 no. 1. 2Where documents under section 12 (1) sentence 1 1 or 4 are presented for
the verification of the identity of a natural person, or documentationunder section 12 (2) is presented for the
verification of the identity of a legal person, orwhere documents specifiedas aresultofa statutoryinstrument
undersection 12 (3) are presented or used, the obliged entities have the rightand the duty to make copies of
these documents or documentation or to opticallydigitise them or, in the case ofan on-site read-outunder
section 18a des Act on Identity Cards and Electronic Identification (Personalausweisgesetz), under section

78 (5) sentence 2 of the Residence Act (Aufenthaltsgesetz) orunder section 13 ofthe eID Card Act (elD-Karte-
Gesetz), the service and card identifier mustbe recorded, together with the fact that the data was imported by
means ofan on-site read-out. *These qualifyas a record within the meaning of sentence 1. “The record-
keeping and retention requirementunder subsection (1) sentence 1 no. 1 (a) also covers records ofvideo and
audio made to complywith due diligence requirements under anti-moneylaundering and counter terrorist
financing law. °If a repeatidentification is dispensed with under section 3 (1), the name ofthe person to be
identified and the fact that the person was identified on a previous occasion mustbe recorded. ®Inthe cases
setoutinsection 12 (1) sentence 1 no. 2, instead ofthe type, number and issuing authorityof the document
presented foridentification, the service and card identifier mustbe recorded, as well as the factthat verification
was carried outby means ofan electronic proofofidentity. “When the verification of identity is carried outby
means ofa qualified signature pursuantto section 12 (1) sentence 1 no. 3, the validation thereof mustalso be
recorded. ®Where data and information are gatheredbyconsulting electronically managed registers or
directories under section 12 (2), a printout qualifies as arecord ofthe data or information contained therein.

(3) 'The records mayalso be stored digitallyon a storage medium. The obliged entities mustensure thatthe
stored data

1. is consistentwith the data and information gathered,
2. is available forthe duration ofthe retention period and

3. canbe made readablewithin areasonable periodoftime atanytime.

(4) The records and other evidence under subsections (1) to (3) are required to be retained for five years,
unless other statutoryprovisions governing record-keeping and retention requirements stipulate a longer
period.In all cases, the records and other evidence mustbe destroyed after no later than ten years . %In the
case undersection 10 (3) sentence 1 no. 1, the retention period begins upon conclusion ofthe calendar yearin
which the business relationship is terminated. “In all other cases, itbegins upon conclusion ofthe calendar
year in which the respective information was gathered.

(5) Where documents to be retained are required to be presented to a public agency, section 147 (5) of the
Fiscal Code (Abgabenordnung) applies, with the necessarymodifications, with regard to the readability of the
documents.

Section 9 Group-wide requirements

(1) 'Obliged entities thatare parentcompanies ofa group are required to conducta risk analysis for all
branches, establishments and group companies under section 1 (16) nos. 2 to 4 that are subjectto obligations
under anti-moneylaunderingand counter terroristfinancing law. 20n the basis ofthis risk analysis, theymust
take the following measures on a group-wide basis:

1. the establishmentofconsistentinternal controls and safeguards under section 6 (2),

2. appointmentofa moneylaunderingofficerwhois responsible for devising a group-wide strategyfor the
prevention of moneylaundering and terroristfinancing and for the coordination and monitoring ofits
implementation,

3. the creation of procedures for the exchange of information within the group to prevent moneylaundering
and terroristfinancing and

4. the creation of precautions for the protection of personal data.
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*They mustensure thatthe measures theyhave taken under sentence 2 nos. 1,3 and 4 are effectively
implemented bytheir branches, establishments and group companies under section 1 (16) nos.2to 4, insofar
as they are subjectto obligations under anti-moneylaundering and counter terroristfinancing law and are
controlled by the parentcompany.

(2) Obliged entities thatare parent companies ofa group mustensure thatestablishments and group
companies undersection 1 (16) nos. 2 to 4 that are majorityowned and located in another member state ofthe
European Union under whose laws theyare subjectto anti-moneylaundering and counter terroristfinancing
obligations complywith the applicable national legislation in thatmember state transposing Directive (EU)
2015/849.

(3) Obliged entities thatare parentcompanies ofa group mustensure thatbranches and group companies
undersection 1 (16) nos. 2 to 4 that are majorityowned and located in a third country in which the minimum
requirements for preventing moneylaundering and terroristfinancing are less rigorous than the requirements
applying to companies whose registered office is in Germanymustwith the requirements underthe present Act
if permitted by the laws ofthe third country. 2Insofar as implementation of the measures referred to in section 1
sentence 2nos.1,3 and 4 is not permitted under the laws ofthe third country, the parentcompanymust

1. ensurethattheirbranches and group companies referred to in sentence 1 thatare majorityowned take
additional measures to effectively counter the risk of moneylaundering and terroristfinancing, and

2. inform the competentsupervisoryauthorityunder section 50 ofthe measures taken.

3If the measures taken are insufficient, the competent supervisoryauthorityunder section 50 is requiredto
directthe parentcompanies to ensure thatthe branches and group companies under section 1 (16) nos.2to 4
referred to in sentence 1 do notinitiate or continue anybusiness relationship or carryout any transactions in
that third country.

(4) Subsections (1) to (3) applyto obliged entities, with the necessarymodifications,

1. thatare group companiesundersection 1 (16)nos.2to 4, insofaras atleastone othercompanyunder
section1(16)nos.2 to 4 is subordinate to and controlled bythem, and

2. whose parentcompanyis notrequired to take group-wide measures either under subsection (1) orunder
the law of the countryin which itis located.

(5) *Obliged entities thatare group companies under section 1 (16) nos. 2 to 4 of a parentcompanywithin the
meaning of subsection (1) mustimplementthe measuresreferred to in subsection (1) sentence 2 nos. 1,3 and
4. 2All other obliged entities in the group mustimplement the group-wide requirements applicableto them,
which mustinclude in particular procedures for the exchange of information within the group to preventmoney
laundering and terroristfinancing, as well as precautions for the protection of personal data. *The obligations
undersentences 1 and 2 apply without prejudice to the obliged entities’ own statutoryobligation to complywith
other provisions of anti-moneylaundering and counter terroristfinancing law.

Part 3 Customer due diligence requirements

Section 10 General due diligence requirements
(1) The general due diligence requirements are:

1. identifying the contracting party and, where applicable, the person acting on their behalfin accordance with
section 11 (4) and with section 12 (1) and (2) and checking whether the person acting on behalfofthe
contracting party is entitled to do so,

2. clarifyingwhetherthe contracting party is acting on behalfof a beneficial ownerand, ifso, identifying the
beneficial ownerin accordance with section 11 (5);if the contracting party is not a natural person, this
includes an obligation to take adequate measures to understand the ownership and control structure ofthe
contracting party,

3. obtaining and evaluating information on the purpose and intended nature ofthe businessrelationship
where this is notalreadyclear beyond doubtfrom the business relationship in the individual case,
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4. establishing with appropriate, risk-oriented procedures whether the contracting partyor the beneficial owner
is a politicallyexposed person, afamilymember ora person known to be a close associate,, and

5. continuouslymonitoring the business relationship, including the transactions carried outin the course of the
business relationship, in orderto ensure thatthey are consistentwith

a) the documentsand information available to the obliged entities aboutthe contracting party and, where
applicable, the beneficial owner, abouttheir business activityand customer profile and

b) where necessary, the information available to the obliged entity aboutthe source of wealth;

in the course oftheir continuous monitoring activities, obliged entities are to ensure thatthe relevant
documents, data orinformation are updated atappropriate intervals, taking into accountthe respective risk.

(2) The specific extent of the measures taken under subsection (1) nos. 2 to 5 mustbe in accordance with the
respective risk of moneylaundering or terroristfinancing, particularyin relation to the contracting party, the
business relationship or transaction. The obliged entities must payparticular attention in this context to the risk
factors specified in Annexes 1 and 2. ®In addition, in evaluating the risks the obliged entities musttake into
accountatleast

1. the purpose ofthe accountor the businessrelationship,
2. the level of assets deposited bythe customer or the size of the transactions carried outand
3. the regularityor the duration ofthe business relationship.

4Obliged entities mustdemonstrate to the com petentauthorities upon requestthatthe extent of the m easures
they have adopted is adequate based on the risk of moneylaundering and terroristfinancing.

(3) The obliged entities are to fulfil the general due diligence requirements:
1. when establishing a businessrelationship,
2. whentransactions are carried outoutside ofan existing business relationship in cases of

a) transfers offunds within the meaning of Article 3 no. 9 of Regulation (EU) 2015/847 ofthe European
Parliamentand ofthe Council of 20 May 2015 on information accompanying transfers of funds and
repealing Regulation (EC) N0 1781/2006 (OJL 141 of 5 June 2015, page 1) when the transfer of funds
involves an amountof€1,000 ormore,

b) othertransactions being carried outwith a value of €15,000 ormore,

3. regardless ofanyderogation, exemption or threshold setforth in this or other Acts, when facts existthat
indicate that

a) the property connectedto a transaction or business relationship is the objectof moneylaundering or
b) the propertyis associated with terroristfinancing,

4. whenthereis doubtas to the veracity of the information collected under provisions ofthis Actin relation to
the identity of the contracting party, to the identity of a person acting on behalf ofthe contracting party or to
the identity of the beneficial owner.

(3a) The obliged entities mustfulfil the general due diligence requirements for all new customers. ?in cases of
existing business relationships, they mustfulfil the general due diligence requirements atan appropriate time
on arisk-sensitive basis, particulary

1. whenthe relevant circumstances ofa customer change,

2. whenthe obliged entity has alegal duty to contact the customerin the course ofthe relevant calendar year
for the purpose ofreviewing anyrelevant information relating to the beneficial owner, or

3. whenthe obliged entity has a duty to do so under Council Directive 2011/16/EU of 15 February 2011 on
administrative cooperation in the field of taxation and repealing Directive 77/799/EEC (OJ L 64 of 11 March
2011,page 1).

(4) Obliged entities under section 2 (1) nos. 3to 5 mustfulfil the general due diligence requirements under
subsection (1) nos.1and 2 when, in providing paymentservices, theyaccept cash as setoutin section 1
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sentence 2 of the Payment Services Supervision Act.

(5) 'Obliged entities under section 2 (1) no. 15 mustfulfil the general due diligence requirements in the case of
transactions when a playerwins or bets amounts of€2,000 or more unless the game ofchance is offered or
brokered online. >The identification requirements mayalso be metby identifying the player upon entry to the
casino or other physical gambling premises, provided the obliged entityalso ensures thateach transaction of
€2,000 ormore, including the purchase or exchange of gambling chips, can be attributed to the playerin
guestion.

(6) Obliged entities under section 2 (1) no. 14 mustfulfil the general due diligence requirements:

1. ifthey actas anintermediaryfor purchase agreements and

2. ifthey act as anintermediaryforrental or lease agreements in the case oftransactions with a monthly
rental or lease paymentof€10,000 ormore.

(6a) Obliged entities under section 2 (1) no. 16 mustfulfil the general due diligence requirements:
1. ifthey actas a traderin goods in the following transactions:

a) transactionsrelating to works ofartwith a value of €10,000 ormore,

b) transactionsrelating to valuables as defined in section 1 (10) sentence 2 no. 1 in which they make or
receive cash payments of€2,000 ormore themselves orusing third parties, or

c) transactionsrelating to other goods in which theymake or receive cash payments of€10,000 ormore
themselves or using third parties, and

2. ifthey actas intermediariesin the trade of works ofart and persons storing works of art in transactions of
€10,000 ormore.

(7) Section 25i (1) of the Banking Act applies to obliged entities under section 2 (1) nos. 4 and 5 if they are
involved in issuing electronic money, with the limitation thatonly the requirements under subsection (1) nos. 1
and 4 are required to be fulfilled. 2Section 25i (2) and (4) of the Banking Act applies, with the necessary
modifications.

(8) Insurance intermediaries under section 2 (1) no. 8 that collectpremiums on behalf ofan insurance
undertaking under section 2 (1) no. 7 are required to notify the insurance undertaking whenever premiums are
paid in cash and the amountexceeds €15,000 in one calendar year.

(8a) Insofaras an obliged entity undersection 2 (1) no. 10 acts as a general counsel or patentcounsel oran
obliged entityunder section 2 (1) no. 12 acts as a tax manager fora companythat is itselfan obliged entity
undersection 2 (1), that companyis responsible for the obligations under subsection (1).

(9) Uif the obliged entityis unable to fulfil the general due diligence requirements under subsection (1) nos. 1 to
4, the business relationship mustnotbe established or continued and no transactions maybe executed.
2Where a business relationship alreadyexists, the obliged entityis required to terminate or otherwise end it
regardless of anyother statutory provisions or contractual terms. ®Sentences 1 and 2 above do not applyto
obliged entities undersection 2 (1) nos. 10 and 12 if legal advice or legal representation activities are to be
carried out, unlessthe obliged entityknows thatthe legal advice or legal representation was oris being used
for the purpose of moneylaundering or terroristfinancing. “For as long as the contracting party does notfulfil
its obligation under section 11 (5a) sentence 1 or an association whose registered office is outside Germany
does notfulfilits notification obligation under section 20 (1) sentences 2 and 3, the notary mustrefuse to carry
out the notarisation;section 15 (2) ofthe Federal Code on Notaries appliesin this respect, with the necessary
modifications.

Section 11 Identification

(1) 'Obliged entities are required to identifycontracting parties and, ifapplicable, persons acting on their behalf
and beneficial owners, before establishinga business relationship or executing a transaction. >The
identification mayalso be completed withoutundue delaywhile the business relationship is being established if
this is necessaryin orderto avoid interrupting the normal course of business and there is alow risk of money
laundering or terroristfinancing.
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(2) By way of derogation from subsection (1), obliged entities under section 2 (1) no. 14 are required to
identify the parties to a contract governing the objectof purchase and, ifapplicable, persons acting on their
behalfand beneficial owners, as soon as the intermediary’s contracting partyexpressesaseriousinterestin
the execution of the real estate sales contractand the parties to the sales contractare sufficientlydefinitive. 2f
obliged entities under section 2 (1) no. 14 act for both parties to the contractgoverning the objectof purchase,
each obliged entityis only required to identify the party to the contractfor which it is acting.

(3) Udentification maybe omitted ifthe obliged entityhas alreadyidentified the person to be identified on an
earlier occasionin the fulfilmentofits due diligence requirements and recorded the information obtained. 2If
external circumstances leave the obliged entityno choice butto doubtthat the information obtained during the
earlieridentification is still correct, the obliged entityis required to carry outa new identification.

(4) In the identification, the obliged entityis to collectthe following information:
1. inthecase of a natural person:

a) theirfirstname and surname,
b) theirplace of birth,

c) date of birth,

d) theirnationalityand

e) aresidential addressor,ifno fixed abode and legal residence in the European Union exists and identity
is being verified in the course of concluding a basic paymentaccount contractwithin the meaning of
section 38 of the Payment Accounts Act (Zahlungskontengesetz), the postal address under which the
contracting party and the person dealing with the obliged entitycan be reached,;

2. inthe case of a legal person ora partnership:
a) the registered name, name ordesignation,
b) the legalform,
c) the commercial register numberifavailable,
d) the address ofthe registered office or head office and

e) the names ofthe members ofits representative bodyorthe names ofits legal representatives and, ifa
member of its representative bodyor the legal representative is alegal person, the data listed under
letters (a) to (d) for this legal person.

(5) !By way of derogation from subsection (4), to determine the identityof a beneficial owner the obliged entity
is required atleastto establish theirname and, ifappropriate in view of the risk of moneylaunderingor terrorist
financing thatexists in the particular case, collectfurther identifying information. 2f a new business relationship
with an association under section 20 or a legal arrangementunder section 21 is being established, the obliged
entity mustobtain proofofregistration under section 20 (1) or section 21, or an extract of the data available via
the transparencyregister. *Details of the beneficial owner’s date and place of birth and address maybe
collected irrespective of ascertained risk. “The obliged entityis required to satisfyitself of the veracity of the
information gathered for the identification bytaking risk-adequate measures;in doing so, the obliged e ntity
mustnotrely exclusively on the information from the transparencyregister. °If this relates to a person who is
deemedto be a beneficial owner under section 3 (2) sentence 5, the obliged entitymusttake appropriate
measures to verify the identity of this person. 8If the beneficial owners in the case oftrusts or other legal
arrangements under section 21 are designated byparticular characteristics or class, the obliged entitymust
obtain sufficientinformation aboutthe beneficial owner, to allow it to establish the identity of the beneficial
owner at the time the transaction is carried outor the beneficial owner exercisesiits rights.

(5a) YInsofar as the contracting party in an acquisition transaction under section 1 ofthe Real Estate Transfer
Tax Act (Grunderwerb steuergesetz) is acting for a legal structure within the meaning ofsection 3 (2) or (3), the
notarising notarymust, before carrying outthe notarisation, verify the consistency of the identity of the
beneficial owneron the basis of documentation ofthe ownership and control structure to be submitted in text
form by the relevantcontracting party. °The documentation mustbe provided to the Financial Intelligence Unit
and the law enforcementagencies on request.

(6) 'The contracting party of an obliged entityis required to provide the obliged entitywith the information and
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documents necessaryfor the identification. 2f any changes arisein the course ofthe business relationship, the
contracting party is required to notify the obliged entityof these changes withoutdelay. *The contracting party
is required to disclose to the obliged entitywhether it intends to establish, continue or conductthe business
relationship or the transaction on behalf of a beneficial owner. “The disclosure to the obliged entitymustalso
include providing evidence ofthe beneficial owner’s identity. °Sentences 1 to 4 apply, with the necessary
modifications, to the parties to the contractgoverning the object of purchase within the meaning of subsection
(2) who are not contracting parties ofthe obliged entityunder section 2 (1) no. 14.

(7) Administrators oftrusts and other legal arrangements under section 21 mustdisclose their status to the
obliged entityand provide it with the information under section 21 (1) and (2) withoutundue delayif they initiate
a businessrelationship in this position or carryout a transaction in an amounthigher than the thresholds
referredto in section 10 (3) no. 2, (5), (6) or (6a).

Section 11aProcessing of personal data by obliged entities

(1) Obliged entities under section 2 mayonlyprocess personal data to the extent necessaryfor the purposes
of the prevention of moneylaundering and terroristfinancing on the basis ofthis Act.

(2) Insofaras an obliged entityunder section 2 subjectto the provisions ofthis Act transmits personal data for
purposesdefinedin subsection (1) to the competentsupervisoryauthorities or the persons and institutions
used by the competentsupervisoryauthorities in the performance of their functions, or to the Financial
Intelligence Unit, the obligation to inform the data subjectunder Article 13(3) of Regulation (EU) 2016/679and
the data subject’s rightto obtain information under Article 15 of Regulation (EU)2016/679 do notapply.

(3) Subsections (1) and (2) apply, with the necessarymodifications, to third parties within the meaning of
section 17 used byan obliged entityto fulfil the general due diligence requirements under 10 (1) nos. 1to 4.

Section 12 Identity verification, power to issue statutory instruments

(1) YIn the cases setoutin section 10 (1) no. 1, the verification of the identity of natural persons mustbe carried
out onthe basis of

1. avalid official identity documentwhich includes a photograph ofthe holder and satisfies the passportand
identification requirements in Germany, in particulara German passport, identitycard or substitute ofa
passportoridentity card, or a passport, identitycard or substitute ofa passportoridentitycard recognis ed
or accepted under German provisions for foreign nationals,

2. an electronic proofofidentity under section 18 ofthe Act on Identity Cards and Electronic Identification,
section 12 of the eID Card Act or section 78 (5) of the Residence Act,

3. aqualified electronic signature under Article 3 No. 12 of Regulation (EU) No 910/2014 ofthe European
Parliamentand ofthe Council 0of23 July 2014 on electronicidentification and trustservices for electronic
transactionsinthe internal marketand repealing Directive 1999/93/EC (OJ L 257 of 28 August 2014, page
73),

4. anotified electronicidentification scheme under Article 8(2)(c) in conjunction with Article 9 of Regulation
(EU) N0 910/2014 or

5. documents undersection 1 (1) of the Regulation determining documents admissible for the identification of
a person to be identified under the Money Laundering Act for the purpose of opening ofa paymentaccount
(Verordnung uiber die Bestimmung von Dokumenten, die zur Uberpriifung der Identitateiner nach dem
Geldwéaschegesetz zuidentifizierenden Person zum Zwecke des Abschlusses eines
Zahlungskontovertrags zugelassenwerden).

2When identity is required to be verified by means ofa qualified electronic signature under sentence 1 no. 3,
the obliged entityis required to validate the qualified electronic signature in accordance with Article 32(1) of
Regulation (EU) No 910/2014. %n such a case, the obliged entityis also required to ensure thata transaction is
executed directly from a paymentaccountwithin the meaningofsection 1 (3) of the Payment Services
Supervision Act which is held in the name of the contracting party, with an obliged entityunder

section 2 (1) sentence 1 no. 1 or no. 3 or with a credit institution located in

1. anothermember state ofthe European Union,
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2. asignatorystate to the Agreementon the European Economic Area or

3. athird country in which the creditinstitution is subjectto due diligence and record-keeping requirements
equivalentto the due diligence and record-keeping requirements laid outin Directive (EU) 2015/849 and
whose observance is supervised in amanner consistentwith Chapter IV Section 2 of Directive (EU)
2015/849.

(2) In the cases setoutin section 10 (1) no. 1, verification of the identity of legal persons or partnerships must
be carried outby means of

1. an extract from the commercial register or register of cooperative societies ora comparable official register
or directory,

2. formation documents or equivalentsubstantiating documents or

3. adocumented inspection bythe obliged entityitself of the data in the register or directory.

(3) The Federal Ministryof Finance may, in consultation with the Federal Ministryof the Interior, Building and
Community, by means ofa regulation notrequiring the consentofthe Bundesrat, designate further documents
as appropriate for verifying identity.

Section 13 Identity verification procedures, power to issue statutory instruments
(1) Obliged entities must verify the identity of natural persons byone of the following procedures:
1. appropriate examination ofthe documentpresented physicallyor

2. anotherprocedure suitable for verifying identity under anti-moneylaundering and counter terroristfinancing
law and having a security level equivalentto the procedure setoutinno. 1.

(2) The Federal Ministryof Finance may, in consultation with the Federal Ministryof the Interior, Building and
Community, by means ofa statutoryinstrument notrequiringthe consent ofthe Bundesrat

1. add more detail or further requirements to the procedure setoutin subsection (1) orto the obliged entities
using this procedure and

2. define proceduresthatare appropriate foridentification under anti-moneylaundering and counter terrorist
financing law in accordance with subsection (1) no. 2.

Section 14 Simplified due diligence requirements, power to issue statutory instruments

(1) 'Obliged entities thatestablish that, taking into account the risk factors specified in annexes 1 and 2, certain
areas presentonlya small risk of moneylaundering or terroristfinancing, particularlywith regard to customers,
transactions and services or products, are onlyrequired to fulfil simplified due diligence requirements. *Before
applying simplified due diligence requirements, obliged entities mustascertain thatthe business relationship or
transaction actuallyentails a lower risk of moneylaundering or terroristfinancing. *For the demonstration of
adequacy, section 10 (2) sentence 4 applies, with the necessarymodifications.

(2) *'Where simplified due diligence requirements maybe applied, obliged entities may

1. reduce the extent of the measures to be taken to fulfil general due diligence requirements to an appropriate
extent and

2. in particular, by way of derogation from sections 12 and 13, carry out the verification of identity on the basis
of other documents, data orinformation which originate from a credible and independentsource and are
suitable for the purpose of verification.

In eachinstance, the obliged entities mustensure the scrutinyof transactions and business relationships to an
extent that enables themto recognise and reportunusual or suspicious transactions.

(3) In cases where the obliged entityis notin a position to fulfil the simplified due diligence requirements,
section 10 (9) applies, with the necessarymodifications.
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(4) 'The Federal Ministry of Finance may, by means ofa statutoryinstrumentnotrequiringthe consentofthe
Bundesrat, in consultation with the Federal Ministryof the Interior, Building and Community, designate types of
cases which can presenta lower risk of moneylaundering or terroristfinancing, particularlywith regard to
customers, products, services, transactions or deliverychannels, and in which the obliged entities are only
required to fulfil simplified due diligence requirements in relation to customers, under the conditions laid outin
subsection (1). The risk factors specified in annexes 1 and 2 mustbe taken into accountin such a decision.

(5) Directive (EU) 2015/847 does notapplyto domestic transfers of funds to a paymentaccountofa
beneficiaryto which only payments for the delivery of goods or services can be made, if

1. the beneficiary's paymentservice provideris subjectto the requirements ofthis Act,

2. the beneficiary's paymentservice provideris able, using a unique transaction reference number, to trace
the transfer of funds via the beneficiarybackto the person who concludedan agreementwith the
beneficiaryaboutthe delivery of goods or services, and

3. the amounttransferreddoes notexceed €1,000.

Section 15 Enhanced due diligence requirements, power to issue statutory instruments

(1) The enhanced due diligence requirements mustbe fulfilled in addition to the general due diligence
requirements.

(2) 'Obliged entities are required to fulfil enhanced due diligence requirements ifthey find out, through a risk
analysis or by taking into accountthe risk factors specified inannexes 1 and 2 in an individual case, thata
higher risk of moneylaundering or terroristfinancing mayarise. 2The obliged entities mustdetermine the
specific extent of measures to be taken in accordance with the respective higherrisk of moneylaundering or
terroristfinancing. *For the demonstration ofadequacy, section 10 (2) sentence 4 applies, with the necessary
modifications.

(3) A higherrisk arisesin particular

1. ifa contracting party of the obliged entity or a beneficial owneris a politicallyexposed person, a family
member ora person known to be a close associate,

2. inthe case of a businessrelationship or transaction in which a high-risk third countryidentified by the
European Commissionin accordance with Article 9(2) of Directive (EU) 2015/849, as amended bypoint (5)
of Article 1 of Directive (EU) 2018/843, or a natural orlegal personresidentin thatthird countryis involved;
this does notapplyto branches of obligedentities under Article 2(1) of Directive (EU) 2015/849, as
amended bypoint (1) of Article 1 of Directive (EU) 2018/843, who are established in the European Union
and to majorityowned subsidiaries of these obliged entities thatare located in a high-risk third country,
provided that those branches and subsidiaries complyin full with the group-wide policies and procedures
they are required by Article 45(1) of Directive (EU) 2015/849 to apply,

3. ifthe transaction,inrelation to similar cases,
a) is particularlycomplexor unusuallylarge,
b) is conductedin anunusual pattern or
c) has noapparenteconomic orlawful purpose, or

4. in cases where obliged entities under section 2 (1) nos.1to 3 and 6 to 8 are in cross-border correspondent
relationships with third-countryrespondents or, if the obliged entities identifya heightened risk, with
respondents from a countryin the European Economic Area.

(4) YIn one of the cases setoutin subsections (2) and (3) no. 1, at leastthe following enhanced due diligence
requirements mustbe fulfilled:

1. establishing or continuing a business relationshiprequires approval from a member of senior management,

2. adequate measures mustbe taken to establish the source offunds involved in the businessrelationship or
the transaction and

3. enhanced, ongoing monitoring ofthe business relationship mustbe conducted.
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2If, inthe case of subsection (3) no. 1, the contracting party or the beneficial ownerwas onlyinitiallyentrusted
with a prominentpublic function during the course ofthe business relationship, orifthe obliged entitygained
knowledge ofthe fact that the contracting party or the beneficial owner held a prominentpublic function only
after establishing the business relationship, the obliged entityis required to ensure thatthe relationship is only
continued with the approval of a member of senior management. °In the case of a formerlypoliticallyexposed
person,the obliged entities are required to take account of the specific risk associated with politicallyexposed
persons for atleasttwelve months after the person has leftthe public function and take appropriate and risk -
adequate measures untilitcan be assumed thatthe risk no longer exists.

(5) In the case setoutin subsection (3) no. 2, obliged entities mustfulfil atleastthe following enhanced due
diligence requirements:

1. they mustobtain:
a) additionalinformation on the contracting party and the beneficial owner,
b) additionalinformation onthe intended nature ofthe business relationship;
c) additionalinformation aboutthe source ofassets and wealth ofthe contracting party,

d) information aboutthe source ofassets and wealth ofthe beneficial owner, with the exception of persons
deemedto be beneficial owners under section 3 (2) sentence 5,

e) information onthe reasonsfortheintended or performed transaction, and

f) information ontheintended use ofthe assetsthatwill be usedin the transaction or business
relationship, insofar as this is necessaryto assess the risk of terroristfinancing,

2. establishing or continuing a business relationshiprequires approval from a member of senior management
and

3. inthe case of a businessrelationship, theymustconductenhanced monitoring ofthe business relationship
by

a) increasingthe numberand timing of controls applied, and

b) selecting patterns oftransactions thatneed further examination.

(5a) lIn the case described in subsection (3) no. 2, and in addition to the enhanced due diligence requirements
referred to in subsection (5), the competentsupervisoryauthorities mayrequire one or more enhanced due
diligence requirements to be fulfilled by the obliged entities, which mayalso consist of the following measures,
on arisk-appropriate basis and in compliance with the European Union’s international obligations:

1. reporting financial transactions to the Financial Intelligence Unit,

2. limiting or prohibiting business relationships or transactions with natural or legal persons from high -risk third
countries,

3. prohibiting obliged entities located in a high-risk third countryfrom establishing subsidiaries, branches or
representative offices in Germany,

4. prohibiting obliged entities from establishing or representative offices in a high -risk third country,

5. requiringincreased examination of compliance with anti-moneylaunderingrequirements for branches and
subsidiaries of obliged entities located in a high-risk third country

a) by the competentsupervisoryauthorityor
b) by anexternal auditor,
6. introducing enhanced requirements for an external auditunderno.5 (b),

7. for obliged entities undersection 2 (1) nos.1 to 3 and 6 to 9, reviewing,amending or, if necessary,
terminating correspondentrelationshipsin a third country.

2Subsection (10) sentence 2 applies, with the necessarymodifications, to the competentsupervisory
authorities ifthese measures are directed.

(6) In the case setoutin subsection (3) no. 3, at leastthe following enhanced due diligence requirements must
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be fulfilled:

1. the transaction and its background and purpose must be examined bytaking appropriate measures so that
the risk associated with the respective business relationship or transactions can be monitored and
assessedwith regard to moneylaunderingand terroristfinancing and to determine, ifapplicable, whether a
reporting requirementunder section43 (1) exists, and

2. where a transaction is basedon an underlying business relationship, this relationship is to be subjectto
enhanced, ongoing monitoring in order thatthe risk associated with the business relationship and individual
transactions with regard to moneylaundering and terroristfinancing can be assessed and, in the case of
heightened risk, monitored.

(7) In the case setoutin subsection (3) no. 4, obliged entities under section 2 (1) nos.1to 3and 6 to 9 are
required to fulfil at leastthe following enhanced due diligence requirements whenestablishinga business
relationship:

1. sufficientinformation aboutthe respondent mustbe obtained so thatthe nature of their business can be
fully understood and their reputation, their controls for preventing moneylaundering and terroristfinancing
and the quality of supervision can be assessed,

2. the approval of a member of seniormanagement mustbe obtainedbefore a business relationship with the
respondentis established,

3. before suchabusinessrelationshipis established, the respective responsibilities of participants with regard
to the fulfilmentofdue diligence requirements mustbe determined and documented in accordance with
section 8,

4. measures mustbe taken to ensure thatthe obliged entitydoes notestablish or continue a business
relationship with arespondentwhose accounts are known to be used bya shell bank, and

5. measures mustbe taken to ensure thatthe respondentdoes notpermit payments through payable -through
accounts.

(8) If there are facts, relevant evaluations, reports or assessments from national or international agencies
responsible for preventing or combating moneylaundering or terroristfinancing thatjustifythe assumptionthat
a higherrisk exists beyond the cases setoutin subsection (3), the supervisoryauthoritymay order the obliged
entities to enhance their monitoring ofthe transactions and business relationships and fulfil additional due
diligence requirements appropriate to the risk and any necessarycountermeasures.

(9) If the obliged entityis notin a position to fulfil the enhanced due diligence requirements, section 10 (9)
applies, with the necessarymodifications.

(10) 'The Federal Ministryof Finance may, by way of a statutoryorder not requiring the consentofthe
Bundesrat,

1. designate types ofcases in which a potentiallyhigher risk of moneylaundering and terroristfinancing
exists, particularlywith regard to countries, customers, products, services, transactions or delivery
channels, andin which the obliged entities are required to fulfil specific enhanced due diligence
requirements and countermeasures,

2. for types of cases within the meaning of subsection (3) no. 2, order enhanced due diligence requirements
and countermeasures and make arrangements for the competentsupervisoryauthorities under subsection
(5a)to orderand ordering and structure enhanced due diligence requirements.

2When enacting a statutory instrumentunder this provision, the Federal Ministry of Finance musttake into
accountrelevantevaluations, assessments or reports drawnup by international organisations and standard
setters with competence in the field of preventing moneylaunderingand combating terroristfinancing, in
relation to the risks posed byindividual third countries.

Section 16 Special requirements governing online gambling services
(1) 'Obliged entities under section 2 (1) no. 15 are, insofar as theyoffer or broker online games of chance,

subjectto the special provisions of subsections (2) to (8). 2The threshold under section 10 (5) does notapply
when the general due diligence requirements are applied.
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(2) The obliged entitymay only admita player to an online game ofchance once ithas setup a gambling
accountfor the playerin the name ofthe player.

(3) The obliged entitymay not acceptany deposits or other refundable monies from the playerin the gambling
account. ’The balance inthe gambling accountmustnotbear anyinterest. *Section 3 (3) sentence 3 of the
Payment Services Supervision Act applies to funds received, with the necessarymodifications.

(4) 'The obliged entitymustensure thatthe player’s transactions to the gambling account occur only
1. through apaymenttransaction executed

a) by means ofadirectdebitas definedin section 1 (1) sentence 2 no. 3 (a) of the Payment Services
Supervision Act;

b) by means ofacredittransferas defined in section 1 (1) sentence 2 no. 3 (c) of the Payment Services
Supervision Act;

c) by means ofapaymentcard as defined in section 1 (1) sentence 2 no. 3 (b) of the Payment Services
Supervision Act inthe name ofthe player and

2. from a paymentaccountas defined in section 1 (17) of the Payment Services Supervision Actwhich was
setup inthe name ofthe player with an obliged entityunder section 2 (1) no. 1 or no. 3.

The obliged entity maybe exempted from fulfilling the requirements setoutin sentence 1 no.1 (c) and no. 2 if
itis guaranteed thatthe paymentfor participating in the game does notexceed €25 for a single transactionor
€100 for several transactions in a calendar month.

(5) The obliged entityis required to inform the supervisoryauthoritywithoutdelaywhenever a payment
accountas definedin section 1 (17) of the Payment Services Supervision Act held in its name with an obliged
entity undersection 2 (1) no. 1 or no. 3 is opened or closed, into which accounta player’s funds are accepted
to enable participationin online games of chance.

(6) When the obliged entityor anotherissuerissues a player with monetaryvalue stored on an instrumentas
definedin section 2 (1) no. 10 of the Payment Services Supervision Act which is intended to be used for
gamblingaccounttransactions, the obliged entityor issueris required to ensurethatthe identity of the holder
of the instrumentwith monetaryvalue is the same as thatof the gambling accountholder.

(7) The obliged entitymay carry out transactions to the player only
1. throughapaymenttransaction executed under subsection (4) and

2. to a paymentaccountsetupin the name ofthe playerwith an obliged entity undersection 2 (1) no. 1 or
no. 3.

’The obliged entity is required to specifythe paymentreference in the transaction in such amanner thatthe
reason for the paymenttransaction is transparentto an outside observer. *The competentauthorities may
designate standard wordings to be used by the obliged entities for the paymentreference.

(8) By way of derogation from section (11), the obliged entitymaycarry out a provisional identification ofa
player for whom itsets up a gambling account. °The provisional identification maybe based on an electronic
copy or a copy sentby postof a documentundersection 12 (1) sentence 1 no. 1. A full identification is to be
conducted subsequentlywithoutdelay. “Both the provisional and the full identification mayalso take place on
the basis ofthe requirements regarding identification and authentication under gambling law.

Section 17 Performance of due diligence by third parties, contractual outsourcing

(1) *The obliged entitymay engage third parties in order to fulfil the general due diligence requirements under
section 10 (1) nos. 1 to 4. “Third parties mustonlybe

1. obliged entities undersection 2 (1),

2. obliged entities under Article 2(1) of Directive (EU) 2015/849 in another member state ofthe European
Union,
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3. memberorganisations or associations of obliged entities under no. 2 or institutions and persons located in
a third country if they are subjectto due diligence and record-keeping requirements

a) that are equivalentto the due diligence and record-keeping requirements setoutin Directive (EU)
2015/849 and

b) where compliance with these due diligence and record-keeping requirements is supervised in a manner
consistentwith Chapter IV(2) of Directive (EU) 2015/849.

*The responsibilityfor fulfilling the general due diligence requirements remains with the obliged entity.

(2) 'Obliged entities must notengage third parties established in a high-risk third country. >An exemption from
this applies to

1. branches ofobliged entities under Article 2(1) of Directive (EU) 2015/849 established in the European
Union, provided the branch fully implements the group-wide policies and procedures under Article 45(1) of
Directive (EU) 2015/849, and

2. subsidiaries majority-owned byan obliged entityunder Article 2(1) of Directive (EU) 2015/849 established
in the European Union, provided the subsidiaryfully implements the group -wide policies and procedures
pursuantto Article 45 of Directive (EU) 2015/849.

(3) 'When an obliged entityengages third parties, itmustensure thatthe third parties
1. complywiththe provisions ofthis Act when identifying personslocated in Germany,

2. obtainthe information necessaryto fulfil the due diligence requirements under section 10 (1) nos. 1 to 4,
and

3. transmitthis information directlyand withoutdelayto the obliged entity.

%In addition, the obliged entityis required to take appropriate steps to ensure that, atits request, the third
parties, withoutdelay, presentcopies ofthe documents relevantfor establishing and verifying the identity of the
contracting party, any persons representing the contracting partyand any beneficial owner, including, where
available,information obtained through electronic identification means under section 12 (1) no.4, as well as
otherrelevant documents. 3The third parties have the rightto make copies ofand pass onidentitydocuments
for this purpose.

(3a) 'To identify the contracting party, any person representing the contracting partyand a beneficial owner,
the third party can also use information obtained atan earliertime to identify that personin accordance with
subsection (3) sentence 1 no.2, provided that

1. the personwas identified in the course of establishing the third party's own business relationship, and not
using simplifieddue diligence,

2. the identification orthe mostrecentupdate was completed notmore than 24 months previouslyin
compliance with section 12,

3. external circumstances mean thatthe obliged entitydoes nothave any doubtthat the information provided
to itis correct, and

4. the validity of anyidentification documentused in the identification or the mostrecentupdate in compliance
with section 12 has notexpired.

2Subsection (3) sentences 2 and 3 applies, with the necessary modifications.
(4) The requirements of subsections (1) and (3) are deemed to have been fulfilled if
1. the obliged entityengages third parties belonging to the same group as itself,

2. the duediligence requirements, record-keeping requirements, policies and procedures for preventing
moneylaundering and terroristfinancing which are adopted bythe group are consistentwith the provisions
of Directive (EU) 2015/849 or equivalentprovisions and

3. the effective implementation ofthese requirements atgroup level is supervised byan authority.

(5) *An obliged entitymay delegate performance ofthe measures necessaryin order to fulfil the due diligence
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requirements under section 10 (1) nos. 1to 4 to suitable persons and companies other than the third parties
specified in subsection (1). °Delegationrequires a contractual agreement and the obliged entitymustensure
that the other suitable persons and companies complywith the provisions ofthis Act. *Measures taken by the
persons or the companies are deemed to be the obliged entity's own. *Subsection (3) applies, with the
necessarymodifications.

(6) Delegation under subsection (5) mustnot

1. hinderthe obliged entityin fulfilling its obligations under this Act,

2. interfere with the powers and abilityof the obliged entity s managementto supervise and oversee the
institution or person or

3. interfere with the powers and abilityof the supervisoryauthorityto supervise the obliged entity.

(7) Before delegating under subsection (5), the obliged entity is required to satisfyitself ofthe reliability of the
person or companywhich is to be entrusted with the measures. 2During the course ofthe cooperation, the

obliged entitymustsatisfyitself, by means of spotchecks, ofthe appropriateness and propriety of the
measures adopted bythe person orcompany.

(8) \Where a contractual agreementas described in subsection (5) is entered into with German embassies,
foreign chambers of commerce or consulates, theyare deemed suitable byagreement. 2Subsection (7) does

not apply.

(9) In cases ofdelegation under subsection (5), the provisions concerningoutsourcing of activities and
processes under section 25b ofthe Banking Act remain unaffected.

Part4 Transparency Register

Section 18 Establishment of the transparencyregister and the registrar entity

(1) Aregister (transparencyregister) is established to record and make available information aboutthe
beneficial owner.

(2) 'The transparencyregisteris administered electronicallyas a sovereign function of the Federal Republic by
the registrar entity. 2Data stored in the transparencyregister is organised as a chronological collection of data.

(3) *When a notification under section 20 is incomplete or unclear or when itis doubtful which association
undersection 20 (1) the information on the beneficial owner contained in the notification is to be attributed to,
the registrar entitymay requestthe associationnamed in the notification to transmitthe information needed for
an entryin the transparencyregister within an appropriate period. 2This applies, with the necessary
modifications, to notifications bylegal arrangements under section 21.

(3a) The registrar entity is entitled, on a case-by-case basis, to transmitto the authority under section 56 (5)
sentence 2 the information and documents necessaryfor the authority to perform its functions as setoutin
section 56 (5) sentence 2.

(4) The registrar entity produces, on request, printouts of data stored in the transparencyregister and
confirmations thatthere are no current entries in the transparencyregister due to a notification under

section 20 (1) or section 21.%0n request, the registrar entity certifies thattransmitted data corresponds to the
contents ofthe transparencyregister. *Certification does notguaranteethat the information regarding the
beneficial owneris accurate and complete. “An application for a printout of data which is merelymade
accessible viathe transparencyregister under section22 (1) sentence 1 nos.4to 8 may also be transmitted to
the court via the transparencyregister. °This applies, with the necessarymodifications, to the transmission to
the operator of the companyregister ofan application for a printoutof data made accessible under

section 22 (1) sentence 1 nos.2and 3.

(5) The registrar entityestablishes an information securityconceptfor the transparencyregister, from which the
technical and organisational measures taken to protectdata are derived.
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(6) The Federal Ministryof Finance is authorised to regulate, bymeans ofa statutory instrument notrequiring
the consentofthe Bundesrat, the technical details ofthe establishmentand administration ofthe transparency
register, including the storage of historical datasets and compliance with rules on when the data stored in the
transparencyregister has to be deleted.

Section 19 Information on the beneficial owner

(1) With regard to associations under section 20 (1) sentence 1 and legal arrangements under section 21, the
following information on the beneficial owneris, in accordance with section 23, accessible via the transparency
register:

1. firstname andsurname,

2. date of birth,

3. place of residence,

4. nature and extent of the beneficial interest, and
5

nationality.

(2) *with regard to determining the beneficial owner of associations within the meaning of

section 20 (1) sentence 1, with the exception of foundations with legal capacity, section 3 (1) and (2) applies,
with the necessarymodifications. 2With regard to determining the beneficial owner of le gal arrangements under
section 21 and foundations with legal capacity, section 3 (1) and (3) applies, with the necessarymodifications.

(3) The information on the nature and extent of the beneficial interestunder subsection (1) no. 4 indicates the
reason forthe status of beneficial owner, namely

1. inthecase of associations under section 20 (1) sentence 1, with the exception of foundations with legal
capacity,

a) an ownershipinterestinthe association itself, in particular the size of the share in the capital orthe
voting rights

b) the exercise of control by other means, particularlyon the basis ofagreements between a third party
and a shareholder or between several shareholders or on the basis ofthe rightgranted to a third party
to appointlegal representatives or other members ofbodies or

c) the role of legal representative, managing partner or partner.

2. inthe case of legal arrangements under section 21 and foundations with legal capacity, one of the roles
specifiedin section 3 (3).

Section 20 Transparency obligations regarding certain associations

(1) 'Legal persons under private law and registered partnerships are required to obtain, retain and keep up to
date the information specifiedin section 19 (1) on the beneficial owners ofthese associations and notifythe
registrar entity of this information withoutdelayfor entry into the transparencyregister. 2The obligation under
sentence 1 also applies to associations whose registered office is outside Germanyif they undertake to
acquire ownership ofimmovable propertylocated in Germany. *The obligation under sentence 1 does not
applyto associations referredto in sentence 2 if they have alreadytransmitted the information under point
(15)(c) of Article 1 of Directive (EU) 2018/843 and under section 19 (1) to another register ofa member state of
the European Union. “The notification mustbe made electronicallyin a formatthat allows itto be made
electronicallyaccessible. *With regard to the information on the nature and extent of the beneficial interest
referred to in section 19 (1) no. 4, the reason for the status of beneficial ownerundersection 19 (3) mustbe
indicated, exceptfor cases where subsection (2) sentence 2 applies.

(1a) Legal persons under private law or registered partnerships thatare subjectto a notification requirement

under subsection (1) sentence 1 and are notentered in one of the registersreferred to in subsection (2)
sentence 1 nos.1to 4 mustnotify the registrar entitywithoutundue delayif
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1. they have changed theirname,
2. they have merged,

3. they have beendissolved or

4

. there has been a change in their legal form.

(2) 'The obligation to notify the transparencyregister under subsection (1) sentence 1 is deemed to have been
fulfilled if the information on the beneficial owner specified in section 19 (1) nos. 1to 4is already contained in
the documents and entries specifiedin section 22 (1) thatare electronicallyaccessiblefrom:

1. the commercial register (section 8 ofthe Commercial Code),
2. the partnership register (section 5 ofthe Partnership Companies Act (Partnerschaftsgesellschaftsgesetz)),

3. the cooperative societyregister (section 10 ofthe Act Concerning Industrial and Trading Cooperative
Societies (Genossenschaftsgesetz)),

4. the registerofassociations (section 55 ofthe Civil Code (Birgerliches Gesetzbuch)) or

5. the companyregister (section 8b (2) of the Commercial Code).

2The obligation to notify the transparencyregister is always deemed to be fulfilled for comp anies that are listed
on anorganisedmarketundersection 2 (11) ofthe Securities Trading Actor subjectto transparency
obligations equivalentto community law with regard to voting rights percentages orto comparable international
standards. ®No separate information regarding the nature and extent of the beneficial interestunder

section 19 (1) sentence 4 is required ifthe documents and entries specified in section 22 (1) show the reason
for the status of beneficial owner under section 19 (3). 4If the beneficial owner changes after the transparency
register has received a notification under subsection (1) sentence 1, such thatthe information on the beneficial
owner can now be seen from the registers specified in sentence 1, the registrar entitymustbe informed ofthis
withoutdelay under subsection (1) sentence 1 in orderto include itin the transparencyregister.

(3) 'Beneficial owners of associations under subsection (1) mustnotifythe information required to fulfil the
obligations under subsection (1) to those associations, and mustnotifyany change to this information without
undue delay. °Shareholders thatare beneficial owners or under the direct control of a beneficial owner must
notify the information required to fulfil the obligations referred to in subsection (1) to the associations specified
in subsection (1), and must notify any change to this information withoutundue delay. %If a member ofan
association or a cooperative societycontrols more than 25 per centof the voting rights, the notification
requirementunder sentence 1 applies to this member. “In the case of foundations, the notification requirement
under sentence 1 appliesto the persons specified in section 3 (3).

(3a) lIf the association has notreceived anyinformation from the beneficial owners as setoutin subsection (3),
it mustrequestits shareholders, ifknown, to provide appropriate inform ation aboutthe association’s beneficial
owners. 2The shareholders are requiredto respond to the requestfor information within a reasonable period.
*The obligation to requestinformation under sentence 1 does notapplyifthe association is alreadyaware of
the information about the beneficial owner under section 19 from another source. “The association must
documentthe requestforinformation and the information obtained.

(3b) 1if the shareholder becomes aware thatthere has been a change in the association’s beneficial owner, it
mustinform the association withina reasonable period. ’Sentence 1 does notapply if

1. the information aboutthe new beneficial owner is alreadyavailable via the transparencyregister, or

2. the shareholder has positive knowledge from another sourcethatthe new beneficial owneris known to the
association.

3The shareholder mustdocumentand retain the notification to the association.

(4) The notification obligation under subsection (3) does notapplyif the reporting obligation under
subsection (1) is deemed to have been fulfilled under subsection (2) orif the shareholders, members and
beneficial owners have alreadycommunicated the required information in some other form.

(5) 'The German Financial Intelligence Unitand the supenvisoryauthorities may, in the framework of their

functions and powers, view the information stored under subsection (1) or have it provided to them. 2The
information mustbe provided to them withoutundue delay.
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Section 21 Transparency obligations regarding certainlegal arrangements

(1) *Administrators oftrusts (trustees) residentor located in Germanyare required to obtain, retain and keep
up to date the information specified in section 19 (1) on the beneficial owners ofthe trust they administer and
the nationalities ofthe beneficial owners and to notify the registrar entity of this information withoutdelayfor
entry into the transparencyregister. 2The obligation under sentence 1 also applies to trustees who are resident
or located outside the European Union ifthey initiate a business relationship for the trustwith a contracting
party whose registeredoffice is in Germany, or if they undertake to acquire ownership ofimmovable property
located in Germany. *The obligation under sentence 1 does notapplyto trustees referred to in sentence 2if a
trustee has alreadytransmitted the information under point (16)(a) of Article 1 of Directive (EU) 2018/843 and
undersection 19 (1) to anotherregister ofa member state ofthe European Union, and

1. the trustee also has aresidence or registered office in thatmember state ofthe European Union or

2. one of the contracting parties with which atrustwhose residence or registered office is outside the
European Union also maintains a businessrelationship has its registered office in thatmember state.

(1a) 'The notification mustbe made electronicallyin a formatthat allows itto be made electronically
accessible. 2The trust mustbe unambiguouslyidentified in the notification. *With regard to the information on
the nature and extent of the beneficial interestas referred toin section 19 (1) no. 4, the reason for the status of
the beneficial ownerunder section 19 (3) no.2 mustbe indicated.

(1b) The registrar entity mustalso be notified bythe entity obliged to make the notification under subsection (1)
if the trust

1. has beenrenamed,
2. has beendissolved or

3. isnolongerobliged under subsection (1).

(2) The obligations specified in subsections (1), (1a) and (1b) apply, with the necessarymodifications, to
trustees whose residence or registered office is in Germany ofthe following legal arrangements:

1. foundations withoutlegal capacityif the purpose ofthe foundation is, from the donor’s pointofview, in their
own interestand

2. legalarrangements whose structure and function is equivalentto such foundations.

(3) The German Financial Intelligence Unitand the supervisoryauthorities may, in the framework of their
functions and powers, inspectthe information stored by administrators oftrusts under subsection (1) and by
trustees under subsection (2), or have it provided to them . 2The information mustbe provided to them without
undue delay.

(4) In consultation with the Federal Ministry of Justice and Consumer Protection, the Federal Ministry of
Finance may, by way of a statutory instrumentnotrequiring the consentofthe Bundesrat,adoptmore detailed
requirements governing which trusts and similar legal vehicles are covered by section 21 (1) and (2) and the
characteristics thatdefine them.

Section 22 Accessible documents and transmission of data to the transparencyregister, power to
issue statutory instruments

(1) YIin accordance with section 23, the following information is accessible via the website ofthe transparency
register:

1. entriesinthetransparencyregisteronreports undersection 20 (1) sentence 1, (2) sentence 4 and under
section 21,

2. announcements concerning the existence ofa shareholding under section 20 (6) of the Stock Corporation
Act (Aktiengesetz),

3. woting rights notifications under sections 40 and 41 ofthe Securities Trading Act,
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4. lists ofthe shareholders oflimited liabilitycom panies and entrepreneurial companies under
section 8 (1) no. 3 and section 40 of the Limited Liability Companies Act (Gesetz betreffend die
Gesellschaften mitbeschréankter Haftung) as well as partnership agreements under section 8 (1) no. 1 in
conjunction with section 2 (1a) sentence 2 ofthe Limited Liability Companies Act, if they are deemed to be
lists of shareholders under section 2 (1a) sentence 4 ofthe Limited Liability Companies Act,

entries in the commercial register,

5

6. entriesinthe partnership register,

7. entries inthe cooperative societyregister,
8

entries in the register ofassociations.

’The documents and entries specified in sentence 1 nos. 2 to 8 are accessible to the extent set outfor
inspection in the particular provisions ofregister law onlyif they can be retrieved electronicallyfrom the public
registers specified in section 20 (2) sentence 1.

(2) YIn orderto provide access to the original data under subsection (1) sentence 1 nos. 2 to 8 via the website
of the transparencyregister, the (index) data needed for this mustbe transmitted to the transparencyregister.
The operator of the companyregister transmits the indexdata for the original data under subsection (1)
sentence 1 nos.2 and 3 to the transparencyregister. *The justice administrations ofthe Lander
(Landesjustizverwaltungen) transmitthe indexdata for the original data under subsection (1) sentence 1 nos. 4
to 8 to the transparencyregister. “The indexdata serve only to mediate access and maynotbe made
accessible.

(3) 'The Federal Ministry of Finance is authorised to regulate, in agreementwith the Federal Ministry of Justice
and Consumer Protection, bymeans of a statutory instrumentnot requiring the consentofthe Bundesrat,
technical details ofthe data transmission between the authorities ofthe Léander and the transparencyregister
for data transmission under subsection (2) sentence 3, including provisions for the data formats to be used and
for guaranteeing data protection and data security. 2Derogations from the procedural rules bythe law of a Land
are inadmissible.

(4) The Federal Ministryof Finance is authorised to regulate, in agreementwith the Federal Ministry of Justice
and Consumer Protection, bymeans ofa statutory provision notrequiring the consentofthe Bundesrat,
registration procedures for the parties subjectto a notification obligation under sections 20 and 21, as well as
technical details ofthe data transmission under subsection (2) sentence 2 and sections 20 and 21, including
provisions on which data formats and forms to use and for guaranteeing data protection and data security.

Footnotes

Section 22 (1) sentence 1 no. 3: inthe version of Article 10 no. 2 of the Act of 10 July 2018, Federal Law
Gazette 20181 page 1102 effective 14 July 2018

Section 23 Inspection of the transparencyregister, power to issue statutory instruments

(1) YIn the case of associations within the meaning of section 20 (1) sentence 1 and oflegal arrangements
undersection 21, inspection is permitted for

1. the following authorities, insofar as this is necessaryfor the performance oftheirlegal functions:

a) the supervisoryauthorities and the authorityreferred to in section 25 (6) and section 56 (5) sentence 2,
b) the German Financial Intelligence Unit,

c) the responsible authorities under section 13 ofthe Foreign Trade and Payments Act
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(AuRenwirtschaftsgesetz),
d) the lawenforcementagencies,

e) the Federal Central Tax Office and the local revenue authorities under section 6 (2) no.5 of the Fiscal
Code,

f) the authorities responsible forthe recognition, prevention and elimination ofthreats,
g) the courts and
h) the entities referredtoin section 2 (4),

2. the obliged entities, provided theydemonstrate to the registrar entitythat the inspectionis being carried out
in orderto fulfil their due diligence obligationsin one ofthe cases setoutin section 10 (3), and

3. anymemberofthe general public.

?n the case ofsentence 1 no. 3, in addition to the information specified in section 19 (1) nos. 1 to 4, only the
month and year of birth of the beneficial owner, their countryof residence and nationalityare accessible for
inspection unless all the informationspecified in section 19 (1) is alreadyknown from other public registers.

(2) 1At the requestofthe beneficial owner, the registrar entityrestricts inspection ofthe transparencyregister
whollyor partiallyif the beneficial owner demonstrates to itthat, taking into accountall circumstances ofthe
individual case, overriding legitimate interests ofthe beneficial owner stand in the wayof an inspection.

2 egitimate interests are deemedto existif:

1. facts justify the assumption thatthe inspection would exposethe beneficial owner to the risk of falling victim
to one of the following criminal offences:

a) fraud (section 263 of the Criminal Code),
b) extortionate kidnapping (section 239a ofthe Criminal Code),
c) hostage taking (section239b ofthe Criminal Code),
d) extortion or robbery-like extortion (sections 253, 255 ofthe Criminal Code),
e) apunishable actthreatening life orlimb (sections 211,212,223,224,226,227 of the Criminal Code),
f) coercion (section 240 ofthe Criminal Code),
g) threat (section 241 ofthe Criminal Code) or
2. the beneficial owneris aminororis incapacitated.

3The beneficial owneris notdeemed to have legitimate interests ifthe data is alreadyaccessible from the
registers referred to in section 22 (1). “Restricting inspection under sentence 1 is notpossible vis-a-vis the
authorities specified in subsection (1) sentence 1 no. 1, vis-a-vis obliged entities under section 2 (1) nos.1to 3
and 7 or vis-a-vis notaries. °The registrar entitymust prepare annual statistical data aboutthe number of
approved restrictions and whether the restrictions were approved under sentence 1 no.1 or 2, publishitonits
website and provide itto the European Commission.

(3) YInspection requires prior online registration bythe userand maybe logged for the purpose of monitoring
who has carried outan inspection. ?The registrar entityis not authorised to disclose to associations under
section 20 and legal arrangements under section 21 who has inspected the information provided bythe
associations and legal arrangements abouttheir beneficial owners.

(4) The transparencyregister allows associations under section 20 (1) sentence 1 and legal arrangements
undersection 21 to be searched forin all stored data as well as all indexdata.

(5) The Federal Ministryof Finance is authorised to determine, bymeans ofa statutory instrument notrequiring
the consentofthe Bundesrat, specific details ofthe inspection and restriction, particularly for the online
registration and logging, such as the datato be logged and the time limits for deleting data logged under
subsection (3), forthe requirements forinspection under subsection (1) sentence 1 nos. 2 and 3, and for the
requirements for restricting inspections under subsection (2).
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Section 23a Reporting discrepancies to the registrar entity

(1) 'Obliged entities under section 23 (1) sentence 1 no. 2 mustreportto the registrar entitywithoutundue
delay any discrepancies theyfind between the beneficial ownership information available in the transparency
register and the beneficial ownership information and knowledge available to them. 2Section 43 (2) applies,
with the necessarymodifications. 3The obligation under sentence 1 applies to competentauthorities under
section 23 (1) sentence 1 no. 1 (a) and (b) to the extent that this does notinterfere with their functions. *A
discrepancyexists under sentence 1 if entries under section 20 (1) and (2) and under section 21 (1) and (2)
are missing, there are discrepancies aboutindividual details ofthe beneficial owners under section 19 (1) or if
differentbeneficial owners were identified. °The identification of the beneficial owners underlying the
discrepancyreportmustcomplywith the requirements ofsection 3.

(2) The registrar entitymustestablish a clearlyvisible mechanism on the transparencyregister website through
which the discrepancyreports under subsection (1) can be submitted.

(3) The registrar entity mustexamine the discrepancyreportunder subsection (1) withoutundue delay. ?To do
so, it can requestthe information and documents nee ded for clarification from the originator ofthe discrepancy
report, the relevant association under section 20 or the legal arrangementunder section 21.

(4) The registrar entitywill provide the discrepancyreporttogether with all the necessarydocuments to the
authority referred to in section 56 (5) sentence 2 in the course of its responsibilityfor prosecuting administrative
offences under section 56 (1) sentence 1 nos. 54 to 66, if

1. itbecomes aware thatthe beneficial ownership information contained in the transparencyregisteris not
accurate or

2. itwas unable to complete the examinationofthe discrepancyreportbecause ofa lack of clarity aboutthe
facts.

(5) 'Once the process of examining the discrepancyreporthas been completed, the registrar entitymust
inform the originator ofthe discrepancyreportaboutthe outcome ofthe examination. 2The process of
examining the discrepancyreportis deemed to be completed ifthe registrar entity or the authority referred to in
section 56 (5) sentence 2 has come to the conclusion thatthe discrepancyhas been resolved on the basis of
the knowledge obtained under subsection (3) or on the basis ofa new notification by the association under
section 20 orthe legal arrangementunder section 21 thatis the subjectofthe discrepancyreport.

(6) *Following receiptofthe discrepancyreportunder subsection (1), the registrar entity mustmake avisible
note on the register extract that the information on the beneficial owners ofthe association under section 20 or
the legal arrangementunder section 21 is being examined. ?The completion of the process of examining the
discrepancyreportmustbe noted on the register extract.

Section 24 Fees and charges, power to issue statutory instruments

(1) 'The registrar entity charges associations under section 20 and legal arrangements under section 21 fees
for managing the register. 20On application, this does notapplyto associations under section 20 thatpursue a
tax-privileged purpose within the meaning of sections 52 to 54 of the Tax Code and prove this to the registrar
entity by means of a certificate issued bythe responsible taxoffice.

(2) YFor the inspection of the data notified to the transparencyregister under section 20 (1) and section 21, the
registrar entity charges fees and expenses to cover the administrative costs. The same applies to the
production of printouts, confirmations and certifications under section 18 (4). *Authorities and courts referred to
in section 23 (1) sentence 1 no. 1 and the authority referred to in section 56 (5) sentence 2 are notrequired to
pay any fees and charges under sentences 1 and 2. “Section 8 (2) sentence 1 ofthe Act on Fees and
Expenses for Federal Services (Bundesgebiihrengesetz) does notapply. °Section 8 of the Act on Fees and
Expenses for Federal Services applies to authorities.

(2a) To cover the administrative costs of registering and identifying beneficial owners in connectionwith an
application under section 23 (6), the registrar entity willimpose fees and charges on the applicants under
section 23 (6).

(3) The Federal Ministryof Finance is authorised to regulate, bymeans ofa statutory instrument notrequiring
the consentofthe Bundesrat, more specific details of the following:
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situations subjectto fees,
persons subjectto fees,
fee rates as fixed rates oras scaled fees,

the reimbursementofexpenses and

o M 0w DRk

the procedure for exemption from fees under subsection (1) sentence 2.

Section 25 Transfer of the administration of the transparencyregister, power to issue statutory
instruments

(1) The Federal Ministryof Finance is authorised to confer, by means of a statutory instrument notrequiring the
consentofthe Bundesrat, the functions ofthe registrar entity and the powers needed to perform these
functions on alegal person under private law.

(2) ‘These functions mayonlybe conferred on a legal person under private law if this person provides a
guarantee thatthey will perform the functions transferred to them properlyand, in particular, that they will
operate the transparencyregister reliablyand on a long-term basis. 2They are deemed to provide the required
guarantee if

1. the natural personswho, bylaw or according to the articles of association or the statutes, actas managers
and representatives, are fit and proper,

2. they have basic experience with making information under register law accessible, particularlycommercial
register data, companyannouncements and information under capital markets law,

3. they have the organisational systems and the technical and financial resources necessaryto perform their
functions and

4. they ensure compliance with the provisions regarding the protection of personaldata.

(3) 'The period of the conferral is to be time-limited. ?It should notbe shorter than five years. *The possibility of
terminating the conferral before the expiry of the period if an importantreason existsis to be provided for. *f
the conditions for conferral have notbeen fulfilled or are no longer fulfilled, itshould be possible to terminate
the conferral at any time. °It is to be ensured that, on termination ofthe conferral, all software programs and
data needed to continue the proper administration ofthe transparencyregister be made available, without
delay, to the Federal Ministry of Finance or an institution appointed byit and that the rights to these software
programs and to the internetaddress used bythe transparencyregister are transferred to the Federal Ministry
of Finance or the institution appointed byit.

(4) 'The conferee s entitled to use the small Bundessiegel. It is made available bythe Federal Ministry of
Finance.®The small Bundessiegel mayonly be used to certify printouts from the transparencyregister and to
issue confirmations under section 18 (4).

(5) 'The conferee has the rightto collectthe fees under section 24.%The fee revenue collected belongs to the
conferee. 3In the statutory instrument, the Federal Ministry of Finance maytransfer the enforcement of
notifications of charges to the conferee.

(6) 'The confereeis subjectto the legal and operational supervision of the Federal Office of Administration. ?In
orderto exercise its supervisoryactivity, the Federal Office of Administration mayinform itselfaboutthe affairs
of the conferee at anytime, in particular by obtaining information and reports and bydemanding thatrecords of
anykind be submitted, objectto unlawful measures and demand thatremedial action be taken. *The conferee
is obliged to complywith the instructions from the Federal Office of Administration. 4If the conferee fails to
complywith the instructions or does notcom plywith them within the required period, the Federal Office of
Administration may, at the conferee's expense,implementthe required measuresitselfinstead or have them
implemented bya third party. °The employees and others working on behalf ofthe Federal Office of
Administration have the rightto enter, view and inspectthe conferee's business premises, office premises and
operating premises during hours of operation and business hours to the extent necessaryto perform their
functions. ®Objects or business documents maybe viewed and taken into custodyinsofar as this is necessary.

(7) If the administration ofthe transparencyregisteris notconferred on alegal person under private law, or if
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the conferralis terminated, the Federal Ministry of Finance maytransferthe administration ofthe transparency
registerto a higher federal authoritywithin its segment of competence or, in consultation with the competent
federal ministry, to another higherfederal authoritywithin thatministry's segmentof competence.

Section 26 European system for the interconnection of registers, power to issue statutory
instruments

(1) Uf it relates to legal persons under private law and registered partnerships under section 20 as well as legal
arrangements under section 21, the data specified in section 22 (1) sentence 1 is accessible via the European
Central Platform establishedbyArticle 22(1) of Directive (EU) 2017/1132 ofthe European Parliamentand of
the Council of 14 June 2017 relating to certain aspects of companylaw. 2Section 23 (1) to (3) applies, with the
necessarymodifications. *To enable access via the Central European Platform, the registrar entitytrans mits
the data notified to the transparencyregister undersection 20 (1) and section 21 as well as the indexdata
undersection 22 (2) to the Central European Platform withinthe meaning of Article 22(1) of Directive (EU)
2017/1132 and Article 4a(1) of Directive 2009/101/EC ofthe European Parliamentand ofthe Council of 16
September 2009 on coordination of safeguards which, for the protection ofthe interests of members and third
parties, are required byMember States of companies within the meaning ofthe second paragraph of Article 48
of the Treaty, with a view to making such safeguards equivalent (OJ L 258 of 1 October 2009, page 11), as
mostrecentlyamended byDirective 2013/24/EU (OJ L 158 of 10 June 2013, page 365), insofar as the
transmission of such data is necessaryin order to provide access to the original data via the search function on
the website ofthe Central European Platform.

(2) 'The transparencyregister mustbe interconnected with the registers of other member states ofthe
European Union within the meaning of Article 22(2) of Directive (EU) 2017/1132 viathe Central European
Platform established by Article 22(1) of Directive (EU) 2017/1132. °The connection ofthe member states’
registers via the platform mustbe setup in accordance with the technical specifications and procedures
established byimplementing acts adoptedbythe European Commission in accordance with Article 24 of
Directive (EU) 2017/1132 and Article 1(17) of Directive (EU) 2018/843.

(3) To the extent that it relates to legal persons under private law and registered partnerships under section 20
or legal arrangements under section 21, data under section 22 (1) sentence 1 will be available through the
transparencyregister and the Central European Platform established by Article 22(1) of Directive (EU)
2017/1132foraperiod of at leastfive years and no more than ten years after the legal persons under private
law, registered partnerships or legal arrangements have been struck off from the register, provided they are
heldinthe register, and following completion ofthe winding -up.

(4) The Federal Ministryof Finance is authorised, in agreementwith the Federal Ministry of Justice and
Consumer Protection, bymeans of a statutory instrument requiring the consentofthe Bundesrat, to issue the
necessaryrules on the details of electronic data traffic and its handling pursuantto subsection (1), including
specifications for data formats and terms of payment provided thatno regulations are contained in the

implementing acts adopted bythe European Commission in accordance with Article 24 of Directive (EU)
2017/1132 and Article 31a of Directive (EU) 2018/843.

Part5 Fnancial Intelligence Unit (Zentralstelle fur Finanztransaktionsuntersuchungen)

Section 27 German Fnancial Intelligence Unit
(1) The Zentralstelle fir Finanztransaktionsuntersuchungen is the German Financial Intelligence Unitfor
prevention, detection and supportin the combating of moneylaundering and terroristfinancing under Article
32(1) of Directive (EU) 2015/849.

(2) The German Financial Intelligence Unitis organisationallyautonomous and operates with functional
independence inthe framework ofits functions and powers.

Section 28 Functions, supervision and cooperation

(1) The German Financial Intelligence Unithas the function of collecting and analysing information related to
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moneylaundering or terroristfinancing and passing this information on to the competentdomestic public
authorities for the purpose ofthe investigation, prevention or prosecution of such offences. 4t is responsible in
this context for:

receiving and collecting reports under this Act,
conducting operational analyses, includingthe assessmentofreports and other information,
exchanging information and coordinating with domestic supervisoryauthorities,

1
2
3
4. cooperating and exchanging information with Financial Intelligence Units of other countries,
5 prohibiting transactions and ordering other urgentaction,

6

transmitting to the competentdomestic public authorities the results ofthe operational analyses within the
meaning ofno. 2 which are relevantto them and additional relevantinformation,

~

providing feedback to an obliged entitywhich has filed areportunder section 43 (1),
8. conducting strategic analyses and producing reports on the basis ofthese analyses,

9. engagingindialogue with the obliged entities and with the domestic supervisoryauthorities and
competentdomestic public authorities for the investigation, prevention or prosecution of money
laundering and terroristfinancing, in particular about relevanttypologies and methods,

10. compilingstatistics on the numbers and information specifiedin Article 44(2) of Directive (EU) 2015/849
and publishing consolidated statistics on an annual basis in an annual report,

11. publishing anannual reporton the operational analyses conducted,
12. attending meetings of national and international working groups, and

13. performing functions which have additionallybeen assigned to itby other provisions.

(2) The German Financial Intelligence Unitis subjectto the supervision ofthe Federal Ministryof Finance,
which supervisionis limited to legal supervisionin the cases setoutin subsection (1) nos.1,2,5 and 6.

(3) The German Financial Intelligence Unitand the other competentdomestic public authorities forthe
investigation, prevention and prosecution of moneylaundering, terroristfinancing and other criminal offences

and averting threats and the domestic supervisoryauthorities work together to implementthis Act and provide
mutual support.

(4) The German Financial Intelligence Unit, where necessary, informs the competentauthorities for the

taxation procedure orthe protection of the social securitysystems of matters which come to its knowledge in
the performance ofits functions and which ithas nottransmitted to another competentgovernmentagency.

Section 29 Processing of personal data by the German Fnancial Intelligence Unit

(1) The German Financial Intelligence Unitmay process personal data insofar as this is necessaryfor the
performance ofits functions.

(2) The German Financial Intelligence Unitmaycompare personal data thatit has stored forthe performance
of its functions with other data, if this is permissible under this Act or another Act.

(3) The German Financial Intelligence Unitmay, for training or statistical purposes, process personal data held
by itinsofar as the processing ofanonymised data forthese purposesis notpossible.

Section 30 Receipt and analysis of reports

(1) The German Financial Intelligence Unitis required to receive and process the following reports and
information for the performance ofits functions:

1. reports by obliged entities under section 43 and reports bysupervisoryauthorities under section 44,
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2. notifications byrevenue authorities under section 31b ofthe Fiscal Code,

3. information transmitted to it

a) under Article 5(1) of Regulation (EC) No.1889/2005 ofthe European Parliamentand ofthe Council of
26 October 2005 on controls of cash entering or leaving the Community (OJ L 309, 25 November 2005,
page 9), and

b) undersection 12aofthe Customs Administration Act (Zollverwaltungsgesetz), and

4. otherinformation from public and non-public sources within the framework of its functions.

2. The German Financial Intelligence Unitanalyses the reports filed under sections 43 and 44 and the
notifications made under section 31b ofthe Fiscal Code in order to verify whether the reported matteris related
to moneylaundering, terroristfinancing or another criminal offence.

(3) The German Financial Intelligence Unitmay, irrespective ofthe existence of a report, obtain information
from obliged entities insofar as this is necessaryfor the performance ofits functions. It sets an adequate time
limitfor the obliged entity to respond to its demand for information. *Obliged entities under section2 (1) nos. 10
and 12 mayrefuse to provide information insofar as the demand relates to information theyobtained in the
context of the provision oflegal advice or the legal representation ofthe contracting party. “However, the
obligation to provide information continues to existif the obliged entityknows thatthe contracting party has
usedoris usingits legal advice for the purpose of moneylaundering or terroristfinancing.

Section 31 Right to obtain information from domestic public authorities, right of access to data

(1) 'The German Financial Intelligence Unitmay, insofar as this is necessaryfor the performance ofits
functions, collectdata from domestic public authorities. 2The domestic public authorities provide information to
the German Financial Intelligence Unitat its requestfor the performance ofits functions insofar as no
transmission restrictions preclude the provision ofinformation.

(2) 'The enquiries mustbe answered bythe domestic public authoritywithoutdelay. 2Data related to the
enquirymustbe made available.

(3) 'The German Financial Intelligence Unitshould establish an automated process for the transmission, by
means ofretrieval, of personal data which are stored byother domestic public authorities and which the
German Financial Intelligence Unitis entitled bylaw to receive, unless otherwise stipulated bylaw and insofar
as this form of data transmission is appropriate, with due regard for the legitimate interests ofthe data
subjects, because ofthe large number oftransmissions or because ofits particular urgency. 2For the purpose
of monitoring the permissibility of the automated retrieval process, the German Financial Intelligence Unitis to
state in writing:

1. the reasonforand purpose ofthe comparison orretrieval process,
2. the third parties to whom information is trans mitted,

3. the type of datato be transmitted, and
4

. the technical and organisational measures to ensure data protection.

(4) ‘The German Financial Intelligence Unitis entitled, insofar as this is necessaryfor the performance ofits
functions undersection28 (1) sentence 2 no. 2, to compare, by automated means, the personal data stored in
its information system with the personal data containedin the police information network under section 13in
conjunction with section 29 (1) and (2) of the Act on the Bundeskriminalamt (Bundeskriminalamtgesetz). f the
comparison under sentence 1 results in a match between transmitted data and data stored in the police
information network, the German Financial Intelligence Unitreceives, byautomated means, the information
that a match exists and is entitled to retrieve, by automated means, the data which existon this in the police
information network. 3If the participants in the police information network have categorised data as being
especiallysensitive and have for this reason prevented data retrieval by the German Financial Intelligence Unit
under sentence 2,the participantin the police information network holdingthe data receives, by automated
means, the information thata match exists. “At the sametime, in the cases described in sentence 3,the
German Financial Intelligence Unitreceives the information aboutthe existence ofa match and the information
aboutwho the participantin the police information network holding the data is.°In the case of information
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aboutthe existence ofa match undersentence 3,itis the responsibilityof the individual participantin the
police information system holding the data to contact the German Financial Intelligence Unitwithoutdelay and
transmitthe data to it, insofaras no transmission restrictions preclude this. °The provisions setoutin
sentences 1to 5take precedence overthe provision setoutin section 29 (8) of the Act on the
Bundeskriminalamt. "The establishmentofa more far-reaching automated retrieval process for the German
Financial Intelligence Unitis permissible with the consentofthe Federal Ministry of the Interior, Building and
Community, the Federal Ministry of Finance and the interior ministries and senate departments for the interior
of the Lander, insofar as this form of data transmission is appropriate, with due regard for the legitimate
interests ofthe data subjects, because ofthe large number oftransmissions or because ofits particular
urgency.

(4a) 'The German Financial Intelligence Unitis entitled, insofar as this is necessaryfor the performance ofits
functions under section 28 (1) sentence 2 no. 2, to obtain information from the Central Public Prosecution
Proceedings Register (Zentrales Staatsanwaltschaftliches Verfahrensregister) byautomated means, by
providing the first name, surname and, additionally, the date of birth, place of birth or lastknown address ofa
natural person. 2f the information obtained under sentence 1 results in a match betwe en trans mitted data and
data stored inthe Central Public Prosecution Proceedings Register,the German Financial Intelligence Unit
receives, by automated means, the information thata match exists and is entitled to retrieve, by automated
means, the data which existon this in the Central Public Prosecution Proceedings Register. *The personal
data obtained from the Central Public Prosecution Proceedings Registermayonlybe used for operational
analysis purposes.

(5) Revenue authorities provide information to the German Financial Intelligence Unitin accordance with
section 31b (1) no. 5 of the Fiscal Code and, under section 31b (2) ofthe Fiscal Code, notifyit of the
information specified in thatsubsection. ?As preparation for requesting information from taxoffices, the
German Financial Intelligence Unitmay, by providing the firstname, surname and the address or date of birth
of a natural person, retrieve, by automated means, the details ofthe relevanttax office and tax number for this
natural person from the database under section 139b ofthe Fiscal Code. Automated retrieval by the German
Financial Intelligence Unitof other data which are stored by the revenue authorities and subjectto the tax
secrecyrequirementunder section30 ofthe Fiscal Code is onlypossible insofar as thisis permitted bythe
Fiscal Code orthe tax laws. “By way of derogation from sentence 3, subsection (3) applies to the automated
retrieval of data which is stored by the revenue authorities ofthe customs administration and whichthe
German Financial Intelligence Unitis legallyentitled to receive.

(6) 'The German Financial Intelligence Unitmay, for the performance ofits functions, retrieve data, by
automated means, from the files which the creditinstitutions under section 2 (1) no. 1 and the institutions under
section 2 (1) no. 3 are required to maintain under section 24c (1) ofthe Banking Act. 2Section 24c (4) to (8) of
the Banking Act applies to the data transmission, with the necessarymodifications.

(7) Insofar as is necessaryto verify the particulars ofthe person concerned, the German Financial Intelligence
Unitmay retrieve the following data, using the automated retrieval procedure under section 38 ofthe Federal
Act on Registration (Bundesmeldegesetz), in addition to the data specified in section 38 (1) of the Federal Act
on Registration:

1. currentnationalities,
2. previous addresses, indicating primaryand secondaryresidences, and

3. issuing authority, date of issue, duration of validity, serial number ofthe identity card, provisional identity
card or replacementidentitycard, the recognised and valid passport, or the passportsubstitute.

Section 32 Obligation to transmit data to domestic public authorities

(1) Reports under section 43 (1) and section 44 mustbe transmitted bythe German Financial Intelligence Unit
withoutdelay to the Federal Office for the Protection of the Constitution (Bundesamtfiir Verfassungsschutz)
insofar as there are factual indications thatthe transmission of this information is necessaryfor the Federal
Office for the Protection of the Constitution to perform its functions.

(2) Uif the German Financial Intelligence Unitfinds in the operational analysis that prop ertyis related to money
laundering, terroristfinancing or another criminal offence, ittransmits the result of its analysis and all relevant
information to the competentlaw enforcementagencies without delay. The information specifiedin sentence 1
is alsoto be transmitted to the Federal Intelligence Service (Bundesnachrichtendienst) insofar as there are
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factual indications thatthis transmission is necessaryfor the Federal Intelligence Service to perform its
functions. 3In the case setoutin subsection (1), the German Financial Intelligence Unitalsotransmits the result
of its operational analysis and all relevantinformation relating to the previouslytransmitted reportto the

Federal Office for the Protection of the Constitution.

(3) The German Financial Intelligence Unittransmits personal data, upon request, to the law enforcement
agencies, the Federal Office for the Protection of the Constitution, the Federal Intelligence Service or the
military counterintelligence office ofthe Federal Ministry of Defence (Militdrischer Abschirmdienstdes
Bundesministeriums fiir Verteidigung) insofar as this is necessaryfor

1. theinvestigation of moneylaundering and terroristfinancing or the conduct of criminal proceedings related
to these, or

2. the investigation of otherthreats and the conductof other criminal proceedings notcovered by no. 1.

The German Financial Intelligence Unittransmits personal data, exofficio or upon request, to competent
domestic public authorities other than those specified in sentence 1 insofar as this is necessaryfor

1. taxation procedures,

2. procedures to protectthe social securitysystems, or

3. the performance of functions bythe supervisoryauthorities.

(4) YIn the cases setoutin subsection (3), sentence 1,nos. 1 and 2, the law enforcementagencies and the
Federal Office for the Protection of the Constitution are entitled to retrieve, by automated means, the data for
the performance oftheir functions from the German Financial Intelligence Unit, insofar as no transmission
restrictions preclude this. 2For the purpose of monitoring the permissibility of the autom ated retrieval process,
the respective law enforcementagencies and the Federal Office for the Protection of the Constitution are to
state in writing:

1. the reasonforand purpose ofthe retrieval process,
2. the third parties to whom information is transmitted,
3. the type of datato be transmitted, and
4

. the technical and organisational measures to ensure data protection.

(5) Personal data must notbe transmitted under subsection (3)

1. ifthe provision ofthe data could have a negative impacton the success ofan ongoing investigationbythe
competentdomestic public authorities, or

2. ifthe disclosure ofthe data would be disproportionate.

2f a retrieval under subsection (4) relates to data which, in principle, maynot be retrieved by automated means
because oftransmission restrictions, the German Financial Intelligence Unitis notified ofthe query by
automated means via the transmission ofall querydata. ®In this case, it is responsible for contacting the
authority which performed the querywithoutdelay, in order to clarify in the individual case whetherinformation
under subsection (3) maybe transmitted.

(6) UIf the law enforcementagencyhas initiated criminal proceedings on the basis ofa matter transmitted under
subsection (2),itnotifies the competentrevenue authorityof the mattertogetherwith the underlying facts ifa
transaction is identified which couldbe ofrelevance for the revenue authority for the initiation or condu ct of
taxation procedures or criminal taxproceedings. ?If the law enforcementagencyuses records under section 11
(1) inthe criminal proceedings, these records mayalso be transmitted to the revenue authority. 3The
notifications and records maybe used for taxation procedures and for criminal proceedings in relation to tax
crimes.

(7) The recipientmayonly use the personal data trans mitted for the purpose for which theywere transmitted.
Their use for other purposes s permissible to the extent that it would also have been permissible for the data
to be transmitted for those purposes.

Section 33 Exchange of datawith member states of the European Union
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(1) The exchange of data with the Financial Intelligence Units of other member states ofthe European Union
responsible for the prevention, detection and combating of moneylaundering and terroristfinancing mustbe
ensured irrespective ofthe type of predicate offence for moneylaunderingand also ifthe type of predicate
offence has not been established. 2In particular, a differing definition in an individual case ofthe tax crimes
which, under national law, can qualifyas a predicate offence for moneylaundering does notpreclude an
exchange of information with Financial Intelligence Units of other member states ofthe European Union. 3if the
German Financial Intelligence Unitreceives a reportunder section 43 (1) which concerns the area of
competence ofanother member state, itforwards the reportto the Financial Intelligence Unitofthat member
state promptly. *For this purpose, together with the Financial Intelligence Units of other member states, the
German Financial Intelligence Unitcan establishand operate a system for encrypted automated transmission.

(2) 'The provisions on international data transmission under section 35 (2) to (6) apply, with the necessary
modifications, to the transmission of the data. ?Section 35 (2) applies, subjectto the proviso that that German
Financial Intelligence Unitis required to use the powers conferred on itby this Act to obtain and forward
information when itreplies to a requestforinformation. *The German Financial Intelligence Unitis responsible
for the permissibilityofthe data transmission. “The German Financial Intelligence Unituses secure
communication channels for the exchange of data with Financial Intelligence Units of other member states.

(3) UIf additional informationis required aboutan obliged entitywhich is active in Germanyand which is entered
in apublicregisterin another member state ofthe European Union, the German Financial Intelligence Unit
sends its requestto the Financial Intelligence Unitofthat member state ofthe European Union. lf the German
Financial Intelligence Unitreceives arequestfrom a Financial Intelligence Unitin another member state for
additional information aboutan obliged entitythat is registered in Germanyand operate sin the territory of the
German Financial Intelligence Unit, the German Financial Intelligence Unitusesthe powers conferred on itby
this Act to obtain and forward information. lnquiries and answers under sentences 1 and 2 mustbe
transmitted withoutundue delay.

(4) 'The German Financial Intelligence Unitmayonly rejecta requestfor the transmission ofinformation which
it has been sentby a Financial Intelligence Unitofa member state ofthe European Union in the context of the
performance ofits functions if

1. the transmission ofinformation could jeopardise the internal or external securityor other essential interests
of the Federal Republic of Germany,

2. in anindividual case the transmission ofinformation, even if there is a publicinterestin the information
being transmitted, cannotbe reconciled with the fundamental principles of German law,

3. the transmission ofinformation could hinder or jeopardise criminal investigations or the conduct of judicial
proceedings, or

4. the transmission is precluded byconditions under the law on mutual legal assistance imposed byforeign
authorities with which the competentauthorities are to comply.

2The German Financial Intelligence Unitsets outappropriatelyin writing to the requesting Financial Intelligence
Unitthe reasons for rejecting the requestforinformation, exceptif the operational analysisis notyet complete
or insofar as this could jeopardise the investigations.

(5) Uif the German Financial Intelligence Unittrans mits information to a Financial Intelligence Unitofa member
state of the European Union atthatunit’s request,itshould normallyexpress its consent to the disclosure of
the information to other authorities ofthatmember state withoutundue delayand regardless of the type of
associated predicate offences. °The German Financial Intelligence Unit mayonly refuse its consent for the
reasons setoutin subsection (4). °The German Financial Intelligence Unitsets outappropriatelythe reasons
for its refusal to give consent. “Use ofthe information for other purposes requires the prior consentofthe
German Financial Intelligence Unit.

(6) The German Financial Intelligence Unitappoints a central contact pointthatis responsible under this
provision for receiving requests for information from the Financial Intelligence Units of other member states.

Section 34 Information requests in the framework of international cooperation
(1) The German Financial Intelligence Unitmayrequestthatthe Financial Intelligence Units of other countries

which deal with the prevention, detection and combating of moneylaundering, predicate offences for money
laundering and terroristfinancing provide information, including personal data or the transmission of
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documents, ifthis information and these documents are necessaryfor the performance ofits functions.

(2) The German Financial Intelligence Unitmay, for arequest, transmitpersonal datainsofar as this is
necessaryto substantiate a legitimate interestin the information soughtand if overriding legitimate interests of
the person concerned do notpreclude this.

(3) YIn the request, the German Financial Intelligence Unitmustreveal the purpose ofthe data collection and
provide notification of its intention to disclose the data to other dom estic public authorities. The German
Financial Intelligence Unitmayonlyuse the data transmitted bythe Financial Intelligence Unitofanother
country

1. forthe purposesforwhich the data was requested, and
2. in compliance with the conditions under which the data was made available.

3f the data transmitted will subsequentlybe disclosed to another public authorityor used for a purpose beyond
the original purposes, the prior consentofthe transmitting Financial Intelligence Unitmustbe obtained.

Section 35 Data transmissionin the framework of international cooperation

(1) Uif the German Financial Intelligence Unitreceives areportunder section 43 (1) which concerns the area of
competence ofanother country, it mayforward this reportpromptlyto the Financial Intelligence Unitofthat
country. 2t notifies the Financial Intelligence Unitofthe country concerned thatthe personal data mayonlybe
used forthe purpose forwhich ithas been transmitted.

(2) 'The German Financial Intelligence Unitmaytransmit personal data to the Financial Intelligence Unit of
another country at its request

1. for an operational analysis to be conducted by the Financial Intelligence Unit ofthe other country,

2. inthe framework ofa planned urgentmeasure under section 40, insofar as facts indicate thatthe property
a) islocatedin Germany,and
b) is connected with amatterwhich is before the Financial Intelligence Unitofthe other country, or

3. for the performance ofthe functions of another foreign public authoritywhich serves to prevent, detectand
combatmoneylaundering or predicate offences for moneylaundering or terroristfinancing.

2For this purpose, itmay use information held byit. 3if this information also includes data collected or
transmitted byother domestic or foreign authorities, the disclosure of this data is only permissible with the
consentofthese authorities, unless the information comes from publiclyaccessible sources. “The German
Financial Intelligence Unitmayrequestinformation from other domestic public authorities in accordance with
sections 28,30 and 31 or demand information from obliged entities. *Requests forinformation and demands
for information mustbe answered in atimelymanner.

(3) The transmission of personal data to a Financial Intelligence Unitofanother country is only permissible if
the requestcontains atleastthe following information:

1. the name, address and other contactdetails ofthe requesting authority,

2. the reasonsforthe requestand designation ofthe purpose for which the data are to be used under
subsection (2),

3. necessarydetails aboutthe identity of the person concerned insofar as the requestrelates to a known
person,

4. adescription ofthe matter on which the requestis based, and the authorityto which the data are to be
disclosed, where applicable, and

5. anindication ofthe extent to which the matter concerns moneylaunderingor terroristfinancing.
(4) 'The German Financial Intelligence Unitmayalso transmit personal data to a Financial Intelligence Unitof

another country withouta requestiffacts indicate that natural or legal persons in the territory of that country
have committed moneylaundering or terroristfinancing offences. ?This applies irrespective ofthe type of
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predicate offence for moneylaundering and alsoifthe type of predicate offence has notbeen established.

(5) 'The German Financial Intelligence Unitis responsible for the permissibilityof the data transmission. 2When
transmitting data to a foreign Financial Intelligence Unit,itmay impose restrictions and conditions on the use of
the data transmitted.

(6) The recipientof personal data mustbe notified thatthe personal data mayonlybe used for the purpose for
which they have been transmitted. ?if the data is to be disclosed bythe requesting foreign Financial
Intelligence Unitto another authorityin that country, the prior consentof the German Financial Intelligence Unit
is required, with due regard for the purpose and the legitimate interests ofthe data subjectregardingthe data.
3f the information is to be used as evidence in criminal proceedings, the rules of cross -border cooperation in
criminal matters apply.

(7) *Personal data must notbe transmitted to a foreign Financial Intelligence Unitif

1. the transmission could harm the internal or external securityor other essential interests ofthe Federal
Republic of Germany,

2. special transmission provisionsin federal law preclude transmission, or

3. intheindividual case, even with due regard for the special public interestin the transmission ofthe data,
the legitimate interests ofthe data subjectare overriding.

’The legitimate interests ofthe data subjectalso include the existence of an appropriate level of data protection
in the receiving country. °The legitimate interests of the data subjectmayalso be safeguarded byappropriate
protection of the data transmitted being guaranteed in the individual case bythe receiving country or the
receiving international or supranational authority.

(8) Personal data should notbe transmitted if
1. the transmission couldhinder or jeopardise criminal investigations or the conduct of judicial proceedings, or

2. itis notensured thatthe requesting foreign Financial Intelligence Unitwould respond to a German request
of the same kind.

(9) The reasonsfor rejecting arequestforinformationshould be setoutappropriatelyto the requesting
Financial Intelligence Unit.

(10) *The German Financial Intelligence Unitis required to record the date, the data transmitted and the
receiving Financial Intelligence Unit. 4f data is nottransmitted, this mustbe recorded accordingly. It must
retain this data for three years and then delete it.

Section 36 Automated data reconciliation in a European network

The German Financial Intelligence Unitmay, in a network with Financial Intelligence Units of other member
states ofthe European Union, establish and operate a system for the encrypted, automated com parison of
suitable data collected bythe national Financial Intelligence Units in the performance oftheir functions. 2The
purpose ofthis system is to gain knowledge of whether Financial Intelligence Units of other member states of
the European Union have alreadyconducted an analysis under section 30 in relation to a data subjector have
otherinformation relating to this person.

Section 37 Rectification, restriction of processing and deletion of personal datain the case of
automated processing and in the case of storage in automatedfiles

(1) The German Financial Intelligence Unitrectifies stored personal data which is inaccurate and which it
processes byautomated means.

(2) The German Financial Intelligence Unitdeletes stored personal data ifthe storage of this datais
impermissible or knowledge of this datais nolonger necessaryfor the performance ofits functions.

(3) Yinstead of the data being deleted, the processingofthe stored personal data is restricted if
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1. there are indicationsthatdeletion would adverselyaffect legitimate interests ofa data subject,
2. the datais required for ongoing research work, or
3. deletionis onlypossible with disproportionate effortbecause ofthe special nature ofthe storage.

Data which is subjectto a restriction of processing mayonlybe processed for the purpose which prevented its
deletion. *It mayalso be processed ifthis is essential for the conduct of ongoing criminal proceedings or the
data subjectconsentsto the processing.

(4) The German Financial Intelligence Unitreviews, when dealing with individual cases and within defined time
limits, whether stored personal data mustbe rectified or deleted or if its processing mustbe restricted.

(5) The time limits begin on the day when the German Financial Intelligence Unitcompletes the operational
analysis under section 30.

(6) ‘The German Financial Intelligence Unittakes reasonable steps to ensure that personal data which is
inaccurate, incomplete or subjectto restriction of processing is nottransmitted. >For this purpose itverifies,
where feasible, the qualityof the data prior to transmission. 3As far as possible, in all transmissions of personal
data, it adds information enabling the recipientto assess the accuracy, completeness and reliability of the
personal data.

(7) If the German Financial Intelligence Unitdetermines thatit has transmitted personal data which is
inaccurate, has to be deleted oris subjectto restriction of processing, it notifies the data recipientofthe
rectification, deletion orrestriction of processing if notification is necessaryto protect legitimate interests ofthe
data subject.

Footnotes

(+++ section 37 (3) sentences 2to 3: for application see section 38 (4) +++)

Section 38 Rectification, restriction of processing and destruction of personal datawhich is neither
processed by automated means nor storedin an automated file

(1) The German Financial Intelligence Unitrecords, in a suitable manner, if

1. itdeterminesthatpersonal data which is neither processed byautomated means nor stored in an
automated file is inaccurate, or

2. the accuracy of personal data which is neither processed byautomated means nor stored in an automated
file is contested by the data subject.

(2) 'The German Financial Intelligence Unitrestricts the processing of personal data which is neither
processed byautomated means nor stored in an automated file ifitdetermines in an individual case that

1. withoutthe restriction of processing, legitimate interests ofthe data subjectwould be adverselyaffected,
and

2. the datais no longernecessaryforthe performance of functions.

The processing ofthe personal data mustalso be restricted ifan obligation to delete them exists under section
37 (2).

(3) The German Financial Intelligence Unitdestroys the documents containing personal data in accordance

with the provisions on the retention offiles if these documents as a whole are no longer necessaryfor the
German Financial Intelligence Unitto perform its functions.
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(4) 'Destruction does nottake place if
1. there are indications thatlegitimate interests ofthe data subjectwould otherwise be adverselyaffected, or
2. the datais needed forongoing research work.

%In these cases, the German Financial Intelligence Unitrestricts the processing ofthe data and attaches a note
of the restriction to the documents. *Section 37 (3) sentences 2 and 3 applyto the restriction, with the
necessarymodifications.

(5) Instead of being destroyed under subsection (3), the documents are to be delivered to the competent
archives, provided that these documents have a lasting value under section 3 ofthe Federal Archives Act
(Bundesarchivgesetz) in the version promulgated on 6 January 1988 (Federal Law Gazette |, page 62), most
recentlyamended bythe Act of 13 March 1992 (Federal Law Gazette |, page 506), in the respective applicable
version.

(6) In the case thatdata have been transmitted which is inaccurate, has to be deleted or is subjectto restriction
of processing, section 37 (7) applies, with the necessary modifications.

Section 39 Order opening a file

(1) *The German Financial Intelligence Unitissues, for every automated file containing personal data it
maintains for the performance of its functions, an order opening the file. 2The opening order requires the
consentofthe Federal Ministry of Finance. *Prior to an opening order being issued, the Federal Commissioner
for Data Protection and Freedom of Information (Bundesbeauftragter fiir den Datenschutz und die
Informationsfreiheit) mustbe heard.

(2) 'The order opening the file mustsetout:
. the name ofthe file,
. the legal basis and the processing purpose,

. the group of persons aboutwhom data is stored,

1

2

3

4. the type of personal datato be stored,

5. the types of personal data serving to render the file accessible,
6. the supplyorinputof the data to be stored,

7

. the conditions under which personal data storedin the file may be transmitted, the recipients to whom they
may be transmitted and the procedure to be followed,

8. the time limits for review of the stored data and the period for which itis stored,
9. thelogging system.

2The time limits for the review of the stored data maynot exceed five years. *They are based on the purpose of
the storage and the type and importance ofthe matter; distinctions mustbe made based on the purpose ofthe
storage and the type and importance ofthe matter.

(3) Uif, inview of the urgency with which the German Financial Intelligence Unitmustperform its functions, itis
not possible for the authorities specified in subsection (1) to be consulted, the Central Customs Authority
(Generalzolldirektion) mayissue an urgentorder. At the same time, the Central Customs Authority notifies the
Federal Ministry of Finance and submits the urgentorderto it. *The procedure under subsection (1) must
subsequentlytake place withoutdelay.

(4) The necessityof further maintaining oramending the order opening the file mustbe reviewed atsuitable
intervals.

Section 40 Urgent measures
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(1) Uif the German Financial Intelligence Unithas indications thata transaction is related to moneylaundering
or terroristfinancing, orif it receives areport under Article 23(2) of Council Regulation (EU) 2017/1509 of 30
August2017 concerning restrictive measures againstthe Democratic People's Republic of Korea, it may
prohibitthe execution of the transaction in order to investigate the indications and analyse the transaction. 2t
may also, subjectto the conditions setoutin sentence 1,

1. prohibitan obliged entityundersection 2 (1) nos. 1 to 3 from
a) executing dispositionsin relation to an accountor securities accountheld with it, and
b) executing otherfinancial transactions,

2. instructan obliged entityunder section 2 (1) no. 1 to deny access to a safety depositboxto the contracting
party and all other persons with arightof disposal, or

3. issueotherordersto anobliged entityin relation to a transaction.

(2) 'Measures under subsection (1) maybe taken by the German Financial Intelligence Uniton the basis ofa
requestfrom a Financial Intelligence Unitofanother country. A requestis required to contain the information
specified in section 35 (3). *The German Financial Intelligence Unitshould setoutappropriatelythe reasons for
rejecting arequest.

(3) Measures under subsection (1) are rescinded bythe German Financial Intelligence Unitas soonas or
insofar as the conditions forthe measures are nolonger met.

(4) Measures under subsection (1) end
1. no laterthan one month following the ordering ofthe measures bythe German Financial Intelligence Unit,

2. atthe end of the fifth working dayafter the matter was passed on to the competentlaw enforcement
agency, Saturdayis notto be treated as a working day, or

3. atan earlierdate if such a date has been determined bythe German Financial Intelligence Unit.

(5) The German Financial Intelligence Unitmayrelease propertywhich is subjectto a measure under
subsection (1), sentence 2, atthe requestofthe person concerned or an association withoutlegal capacity,
insofar as this propertyserves one ofthe following purposes:

1. the covering of the basic needs ofthe person orthe person’s familymembers,
2. the paymentof pensions or maintenance, or

3. comparable purposes.

(6) The obliged entityor another adverselyaffected party may lodge an objection to measures under
subsection (1). ?The objection has no suspensoryeffect.

Section 41 Feedback to reporting obliged entities

(1) The German Financial Intelligence Unitconfirms withoutdelayto the obliged entitywhich has filed a report
undersection 43 (1) by means of electronic data transmission thatits reporthas been received.

(2) 'The German Financial Intelligence Unitsends the obliged entityfeedback on the relevance of its report
within an appropriate period. 2The obliged entitymayonly use personal data obtained in this wayto improve its
risk management, its fulfilmentofits due diligence requirements and its reporting behaviour. 3t is required to
delete this datawhenitis nolongerrequired for the purpose in question, and after one year at the latest.

Section 42 Notification by domestic public authorities to the German Fnancial Intelligence Unit
(1) YIn criminal proceedings in which the German Financial Intelligence Unithas disclosed information, the

competent public prosecution office notifies the German Financial Intelligence Unitofthe commencement of
public prosecution and the outcome ofthe proceedings, including all decisions to terminate proceedings. 2The
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notification is effected by sending a copy of the indictment, the reasoned decision to terminate proceedings, or
the verdict.

(2) 1If the German Financial Intelligence Unitdiscloses information to other domestic public authorities, the
receiving authority notifies the German Financial Intelligence Unitofthe final use made ofthe information
provided and of the outcome ofthe measurestaken on the basis ofthe information provided, insofar as other
legal provisions do not preclude notification. Section 30 (1) of the Tax Code does notpreclude this.

Part 6 Obligations concerning the reporting of matters

Section 43 Reporting obligation of obliged entities, power to issue statutory instruments
(1) If facts exist which indicate that

1. an assetinconnectionwith a business relationship, brokerage ortransaction originates from a criminal
offence that could constitute a predicate offence of moneylaundering,

2. abusinesstransaction, othertransaction or assetis related to terroristfinancing, or

3. the contracting party has notfulfilled its obligation under section 11 (6), sentence 3 to disclose to the
obliged entitywhetherit intends to establish, continue or conductthe business relationship or transaction
on behalfofa beneficial owner,

the obliged entityis to reportthis matter, irrespective ofthe value of the property in question orthe amount of
the transactioninvolved, to the German Financial Intelligence Unitwithoutdelay.

(2) By way of derogation from subsection (1), obliged entities under section 2 (1) nos. 10 and 12 are exempt
from the reporting obligation ifthe reportable matter relates to information theyreceived in the course of legal
advice orlegal representation activities. 2However, the reporting obligation continues to existif the obliged
entity knows thatthe contracting party has used oris using the legal representation for the purpose of money
laundering or terroristfinancing or another criminal offence, or a case referred to in subsection (6) applies.

(3) A memberofthe seniormanagementofan obliged entityis to file a reportunder subsection (1) with the
German Financial Intelligence Unitif

1. the obliged entityoperates an establishmentin Germany, and

2. the reportable matteris related to an activity of the German establishment.

(4) UIf a matter reported to the German Financial Intelligence Unitunder subsection (1) also contains the
information necessaryfor a criminal complaintin accordance with section261 (9) sentence 1 ofthe Criminal
Code, the reportis also deemed to be voluntary self-incrimination within the meaning of section 261 (9)
sentence 1 of the Criminal Code. ?The reporting obligation under subsection (1) does notpreclude the report
from being voluntary under section 261 (9) sentence 1 ofthe Criminal Code.

(5) The German Financial Intelligence Unitmay, in agreementwith the supervisoryauthorities, define types of
transactions which are always to be reported under subsection (1).

(6) In consultation with the Federal Ministry of Justice and Consumer Protection, the Federal Ministry of
Finance may, by way of a statutory instrumentnotrequiring the consentofthe Bundesrat, determine matters

related to acquisition transactions under section 1 ofthe Real Estate Transfer Tax Act that mustalways be
reported in accordance with subsection (1) by obliged entities under section 2 (1) nos. 10 and 12.

Section 44 Reporting obligation of supervisory authorities

(1) If facts exist which indicate that property is related to moneylaundering or terroristfinancing, the
supervisoryauthorityreports these facts to the German Financial Intelligence Unitwithoutdelay.

(2) Subsection (1) applies, with the necessarymodifications, to authorities responsible for supervision ofthe
stock, foreign exchange and financial derivatives markets.
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Section 45 Form of reporting, registration requirement, performance by third parties, power to issue
statutory instruments

(1) *The reportunder section 43 (1) or section 44 mustbe filed electronically. 2Obliged entities under

section 2 (1) mustregister electronicallywith the German Financial Intelligence Unitirrespective ofthe
submission ofa suspicious transaction report. 3If electronic data transmissionis disrupted, transmission by
postis permissible. “Due to the special need for a uniform data transmission procedure, reports under section
44 are also obligatoryforthe supervisoryauthorities ofthe Lander.

(2) To avoid undue hardship, the German Financial Intelligence Unitmay, upon request, waive the
requirementforthe electronic transmission of a reportby an obliged entity and authorise transmission by post.
2The exemption maybe granted for a limited period.

(3) The official form mustbe used for transmission by post.

(4) When meeting the reporting obligation under section 43 (1), an obliged entitycan use third parties in line
with section 6 (7).

(5) 'The Federal Ministry of Finance may, by means ofa statutoryinstrumentnotrequiringthe consentofthe
Bundesrat, enactmore detailed provisions concerningthe form of reporting under section 43 (1) or section 44.
2No derogations from subsection (1) orthe provisions of anyregulation under sentence 1 by means ofthe law
of the Lander are permissible.

Section 46 Carrying out of transactions

(1) A transaction aboutwhich areporthas been filed under section 43 (1) maybe executed at the earliest
when

1. the German Financial Intelligence Unitorthe public prosecution office has informed the obliged entitythat it
consents to the execution, or

2. the third working day has elapsed after the day on which the reportwas sentwithoutthe execution of the
transaction having been prohibited bythe German Financial Intelligence Unitor the public prosecution
office.

2saturday is not to be treated as a working dayin the calculation ofthe time limit.

(2) Uif itis impossible to postpone the transaction where facts existwhich indicate a matter under section 43
(1), or if postponement could frustrate proceedings in relation to a suspected criminal offence, the execution of
the transaction is permitted. 2The reportunder section 43 (1) is to be filed subsequentlyby the obliged entity
withoutdelay.

Section 47 Prohibition of disclosure, power to issue statutory instruments

(1) An obliged entitymustnotinform the contracting party, the instructing partyof the transaction or other third
parties of

1. the intendedfiling orfiling ofa reportunder section 43 (1),
2. aninvestigation launched on the basis ofareportundersection 43 (1), or

3. ademand forinformation undersection 30 (3),sentence 1.

(2) 'The prohibition does notapplyto disclosure
1. to governmentagencies,
2. between obliged entities under section 2 (1) nos. 1 to 3 and 6 to 8 that belong to the same group,

3. between obliged entities under section 2 (1) nos. 1 to 3 and 6 to 8 that are parentcompanies under
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section 9 (1) and their branches and group companies in accordance with section 1 (16) no. 2 located in
third countries and subjectto obligations under anti-moneylaundering and counter terroristfinancing law in

those countries, insofar as theyhave effectively implemented the measures under section 9 (1) sentence 2
nos.1,3 and4,

4. between obliged entities under section 2 (1) nos.10to 12 from member states ofthe European Union or
from third countries which impose requirements regarding a system to preventmoneylaundering and
terroristfinancing equivalentto those laid down in Directive (EU) 2015/849, provided thatthe persons
concerned perform their professional activities

a) by means ofself-employment,
b) as employees within the same legal person, or

c) as employees within a structure which shares common ownership, managementor compliance
monitoring in relation to requirements to preventmoneylaundering or terroristfinancing,

5. between obliged entities undersection2 (1)nos.1t0 3,6,7,9, 10and 12 in cases whichrelate to the
same contracting partyand the same transaction involving two or more obliged entities, if

a) the obliged entities are domiciled in a member state of the European Union or in a third country which
imposes requirements regarding a systemto prevent moneylaundering and terroristfinancing
equivalentto those laid downin Directive (EU) 2015/849,

b) the obliged entities are from the same professional category, and

c) the obliged entities are subjectto comparable obligations as regards professional secrecyand personal
data protection.

Information disclosed under sentence 1,nos.2to 5, may be used solelyfor the purpose of preventing money
laundering or terroristfinancing.

(3) Wnless otherwise regulated in this Act or other laws, governmentagencies other than the German
Financial Intelligence Unitwhich have gained knowledge ofa report filed under section 43 (1) mustnot
disclose this information to

. the contracting party of the obliged entity,

. the instructing partyof the transaction,

1

2

3. the beneficial owner,

4. apersonusedasarepresentative or messengerbyone of the persons specifiedinnos.1to 3, or
5

. the legal advisor engaged byone of the persons specified innos. 1to 4 above.

Disclosure ofthis information to these persons is onlypermissible ifthe German Financial Intelligence Unit
has issued its prior consentand disclosure ofthis information does notchange the original purpose ofthe
suspicious transaction report.

(4) If obliged entities under section 2 (1) nos. 10to 12 seekto dissuade a clientfrom engaging in illegal activity,
this does notconstitute disclosure.

(5) 'Obliged entities under section 2 (1) nos. 1to 9 mayprovide each other with information other than that
specified in subsection (1) about s pecific matters which involve abnormalities or unusual circumstances
indicating moneylaundering, one ofits predicate offences orterroristfinancing, ifthey can assume that other
obliged entities require this information for

1. theriskassessmentofa corresponding or similar transaction or business relationship, or

2. the assessmentofwhetherareportundersection43 (1) or a criminal complaintunder section 158 ofthe
Code of Criminal Procedure (Strafprozessordnung) should be filed.

2The information mayalso be provided using databases, irres pective of whether these d atabases are operated
by the obliged entities under section 2 (1) nos. 1 to 9 themselves or bythird parties. *The information provided

may be used solelyforthe purpose of preventing moneylaundering, its predicate offences orterroristfinancing
and only subjectto the conditions imposed bythe obliged entity providing the information.
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(6) The Federal Ministryof Finance may, in consultation with the Federal Ministry of the Interior, Building and
Community, the Federal Ministry of Justice and Consumer Protection and the Federal Ministryfor Economic
Affairs and Energy, by means ofaregulation notrequiring the consentofthe Bundesrat, enactfurther
provisions prohibiting the disclosure ofinformation with regard to obliged entities from high -risk third countries
under Article 9 of Directive (EU) 2015/849.

Section 48 Exemption from liability

(1) Whosoeverfiles areportunder section 43 (1) or a criminal complaintunder section 158 ofthe Code of
Criminal Procedure mustnotbe held liable for this reportor criminal complaintunless afalse reportor criminal
complainthas been filed with wilful intentor gross negligence.

(2) Subsection (1) above also applies if

1. an employee reports a matterunder section 43 (1) to their superior orto an in-house bodyresponsible for
the receiptof such areport, and

2. an obliged entityor one of its employees complies with a demand forinformation from the German
Financial Intelligence Unitunder section 30 (3), sentence 1.

Section 49 Access to information and protection of reporting employees

(1) Uif the analysis ofa matter reported under section 43 is notyet complete, the German Financial Intelligence
Unitmay, upon request, provide the person concerned with details of the available information concerning
them if this will notinterfere with the purpose ofthe analysis. 2f it provides details to the person concerned, it
redacts the personal data ofthe individual who filed the reportundersection 43 (1).

(2) If the analysis ofamatter reported under section 43 is complete buthas notbeen trans mitted to the law
enforcementagency, the German Financial Intelligence Unitmay, at the requestofthe person concerned,
provide details ofthe available information concerningthem. 2t refuses to provide such details ifthis
information becoming knownwould have negative effects on

1. international relations,

2. matters concerning the internal or external security of the Federal Republic of Germany,
3. the conductof anothercriminal investigation, or

4. the conductof ongoingjudicial proceedings.

3When providing details, itredacts the personal data ofthe individual who has filed areportunder section 43
(1) or compliedwith a demand for information from the German Financial Intelligence Unit. “At the request of
the person concerned, itmaypermit exceptions to sentence 3, if legitimate interests ofthe person concerned
are overriding.

(3) The German Financial Intelligence Unitis no longer authorised to provide details to the person concerned
once it has passed the matterin question on to the law enforcementagency. 2Once proceedings bythe public
prosecution office or the court have been completed, the German Financial Intelligence Unitis again
authorised to provide details to the person concerned. ®In this case, subsection (2) applies, with the necessary
modifications.

(4) If the personwho has filed areportunder section 43 (1) or reported such a matterinternallyto the obliged
entity is employed bythe obliged entity, this person maynotsuffer any discrimination in theiremployment
relationship as aresultofthe report.

(5) *Any person who suffers discrimination in connection with their employment relationship, contraryto the
ban on discrimination in subsection (4), because ofthe submission ofareport under section 43 (1) orbecause
of an internal reportof such a matterto the obliged entity, is entitled to file a complaintwith the competent
supenvisoryauthorityunder section 50. 2The complaintprocedure does notaffect recourse to the courts. *The
complainantis able to use the supervisoryauthority's confidential information system under section 53 (1)
sentence 2 to submitthe complaintunder sentence 1.
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Part 7 Supervision, cooperation, administrative fine provisions, data protection

Section 50 Competent supervisory authority

The competentsupervisoryauthority for the enforcementofthis Act is:

1. the Federal Financial Supervisory Authority for

7a.

a) creditinstitutions with the exception ofthe Deutsche Bundesbank,

b) financial services institutions and paymentinstitutions under section 1 (1) sentence 1 no.1 of the
Payment Services Supervision Act and electronic moneyinstitutions under section 1 (2) sentence 1
no. 1 of the Payment Services Supervision Act,

c) domestic branches and branch offices of creditinstitutions whose registered office is situated outside
Germany, financial services institutions whose registered office is situated outside Germany and
paymentinstitutions whose registered office is situated outside Germany,

d) assetmanagementcompanieswithinthe meaning ofsection 17 (1) of the Investment Code,

e) domestic branchoffices of EU managementcompanies within the meaning of section 1 (17) ofthe
Investment Code and offoreign AIF managementcompanies as defined in section 1 (18) ofthe
InvestmentCode,

f) foreign AIF managementcompanies for which the Federal Republic of Germanyis the member state
of reference and which are subjectto supervision bythe Federal Financial Supervisory Authority
undersection 57 (1) sentence 3 of the Investment Code,

g) paymentinstitutions and electronic money institutions whoseregistered office is in another signatory
state to the Agreementon the European Economic Area, agents and electronic moneyagents under
section 2 (1) no. 4,

h) companies and personsundersection 2 (1) no. 5and
i) the KfW Banking Group (Kreditanstalt fur Wiederaufbau),

for insurance undertakings under section 2 (1) no. 7, the respective competentsupervisoryauthorityfor
the insurance sector,

for lawyers and legal advisors who are members of a bar association under section 2 (1) no. 10, the
competentlocal chamber oflawyers (sections 60,61 and 163 (4) of the Federal Lawyers’ Act
(Bundesrechtsanwaltsordnung)),

for patentattorneys undersection 2 (1) no. 10, the Chamber of Patent Attorneys (section 53 ofthe Patent
Attorneys Act (Patentanwaltsordnung)),

for notaries under section 2 (1) no. 10, the respective Presidentofthe Regional Courtinwhose
jurisdiction the notary is domiciled (section 92 no. 1 of the Federal Notaries’ Act(Bundesnotarordnung)),

for public auditors and sworn auditors under section 2 (1) no. 12, the Chamber of Public Accountants
(section 57 (2) no. 17 of the Public Accountants Act (Wirtschaftspriferordnung))

for tax advisors and authorised taxagents under section 2 (1) no. 12, the competentlocal chamber of tax
advisors (section 76 ofthe Tax Advisory Act (Steuerberatungsgesetz)),

for associations under section 4 no. 11 of the Tax Advisory Act, the authority responsible for supervision
under section 27 ofthe Tax Advisory Act,

for organisers and brokers ofgames of chance under section 2 (1) no. 15, the authorityresponsiblefor
gambling supervision, unless provided otherwise under Land law and

for all others:the authority responsible under Federal or Land law.
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Section 51 Supervision
(1) The supervisoryauthorities exercise supervision over the obliged entities.

(2) 'The supenvisoryauthorities may, as partof the functions assigned to them bylaw, take the appropriate and
necessarymeasures and issue ordersto ensure compliance with the requirements stipulated under this Act
and under regulations adopted on the basis ofthis Act. 2In particular, the supervisoryauthorities can ensure in
this context by means of necessarymeasures and orders thatthe obliged entities complywith these
requirements, including on a case-by-case basis, and do notestablish or continue business relations or carry
out transactions contraryto these requirements. *To this end, they may also exercise the powers granted to
them for other supenvisoryfunctions. *Objections to and actions for annulmentofthese measures have no
suspensoryeffect.

(3) The supenvisoryauthorityunder section 50 no. 1, if its supervisoryactivity concerns the obliged entities
specifiedin section 50 no. 1 (g) and (h), and the supervisoryauthorities under section 50 nos. 3to 9 may
conductinspections atthe obliged entities to review com pliance with the requirements laid down in this Act.
The inspections maybe conducted without a specific reason on-site and elsewhere. *The supervisory
authorities maydelegate the conductof the inspections to other persons and institutions bycontract. “The
frequencyand intensityof the inspections mustbe based on the risk profile of the obliged entities with regard
to moneylaundering and terroristfinancing; this risk profile is to be re-evaluated atregular intervals and when
importantevents ordevelopments occurin relation to the obliged entity's senior managementand business
activity.

(4) The supervisoryauthorityunder section 50 nos. 8 and 9 may charge costs forthe measures and orders
pursuantto this provision in order to cover the administrative expenses.

(5) 'The supenvisoryauthorityunder section 50 no. 1, if its supenvisoryactivity concerns the obliged entities
specifiedin section 50 no. 1 (g) and (h), and the supervisoryauthorities under section 50 nos. 3to0 9 may
temporarily prohibitan obliged entitywhose activity requires alicence, which has been granted bythe
supenvisoryauthority, from conducting the business or practising the profession, or revoke the licence ifthe
obliged entity, wilfullyor negligently,

1. has contravened the provisions ofthis Act, regulations adopted to implementthis Act or orders issued by
the competentsupervisoryauthority,

2. continues such conductdespite a caution from the competentsupervisoryauthorityand
3. the contravention is sustained.

2Where a member of senior managementor another employee of an obliged entityhas, wilfullyor negligently,
committed a contravention under sentence 1, the supervisoryauthorityunder section 50 no. 1, if its supervisory
activity concerns the obligedentities specified in section 50 no. 1 (g) and (h), and the supervisoryauthorities
undersection 50 nos. 3to 9 mayimpose on the contravener a temporaryprohibition on occupying a senior
management position with obliged entities under section 2 (1). %In the event that the supervisoryauthorityis not
the authority that issued the obliged entitywith a licence for conducting its activity, the authority that issued the
licence performsthe procedure in accordance with sentence 1 or 2 at the requestofthe supervisoryauthority
that has established thata contravention under sentence 1 has been committed.

(5a) If the authorityresponsible for supervising an obliged entityunder section 50 no. 1 (g) and (h) is an
authority in another member state ofthe European Union or another signatorystate to the Agreementon the
European Economic Area, the supervisoryauthorityunder section 50 no. 1 can, if the foreign authority does
not itselftake measures orifthe measuresithas taken prove to be inadequate and an immediate remedyis
required, take the measures necessaryto remedya serious infringementafterinforming the foreign competent
authority. 2Where necessary, it can prohibitnew transactions from being carried outin Germany. ®In urgent
cases, the supenvisoryauthorityunder section 50 no.1 may take the necessarymeasures before the
notification. “The measures mustbe temporaryand appropriate with regard to their intended purpose, namely
to address serious infringements ofthe requirements ofthis Act, regulations enacted in order to enforce this
Act or orders by the competentsupervisoryauthorities. °They mustbe terminated when the identified serious
infringements have been addressed. éIn urgentcases referred to in sentence 3, the foreign authoritymustbe
notified aboutthe measurestaken withoutunduedelay.

(5b) 'Obliged entities under section 2 (1) no. 13 mustregister with the supervisoryauthority, stating their

specific activity, unlesstheyare alreadysubjectto application, registration, licence or authorisation
requirements under other provisions. 2Insofar as there is no authorisation to do so under other provisions, the
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supervisoryauthoritycan dismiss members of the obliged entity's senior and executive managementifthere is
evidence justifying the assumption thatthey are not fit and proper persons. 3if there is evidence justifying the
assumption thatthe beneficial owneris notafit and proper person, the supervisoryauthoritymay ban obliged
entities from providing the service under section 2 (1) no. 13. “Subsection (5) sentences 1 and 2 apply, with the
necessarymodifications.

(6) In addition, the competentsupenisoryauthorityunder section 50 no. 9 exercises the supervision delegated
to it under Article 55(1) of Commission Regulation (EU) No 1031/2010 of 12 November 2010 on the timing,
administration and other aspects ofauctioning of greenhouse gas emission allowances pursuantto

Directive 2003/87/EC of the European Parliamentand ofthe Council establishing a scheme for greenhouse
gas emission allowances trading within the Community (OJ L 302 of 18 November 2010, page 1).

(7) The competentsupervisoryauthorityfor obliged entities under section 2 (1) no. 15 under section 50 nos. 8
and 9 may, for the performance ofits functions, requestinformationin individual cases from an obliged entity
undersection 2 (1) no. 1 or no. 3 on paymentaccounts as defined in section 1 (3) of the Payment Services
Supervision Act and on paymenttransactions

1. of organisersand brokers ofonline games ofchance, irrespective ofwhether they are in possessionofa
gamblinglicence and

2. ofaplayer executed through such accounts.

(8) The supenvisoryauthorityregularly provides the obliged entitywith up -to-date interpretation and application
guidance onimplementing the due diligence requirements and the internal safeguards in accordance with the
legal provisions for preventing moneylaundering and terroristfinancing. 2t may also fulfil this obligation by
approving such guidance compiled byassociations of obliged entities.

(9) 'To documenttheir supervisoryactivity, the supervisoryauthorities are to retain the following data in the
form of statistics:

1. dataon the supervisoryactivity per calendar year, in particular:

a) the number, measured in full-time equivalents, of persons employed in the supervisoryauthoritywho
are entrusted with supervising the obliged entities under section 2 (1);

b) the numberofon-site inspections and otherinspectionmeasures taken, broken down according to the
obliged entities under section 2 (1) that they concerned;

c) the numberofmeasuresunderletter (b) in which the supervisoryauthorityfound a breach of duties
underthis Act or to a regulation adopted on the basis ofthis Act, as well as the numberofcases in
which the supervisoryauthoritygained knowledge of such a breach by other means, and

d) the nature and extent of legallybinding measures taken bythe supervisory and administrative authority
in response; this includes the number

aa) ofcautionsissued,

bb) offines imposed,including the respective amount, broken down according to whether,and to
whatextent, a publication undersection 57 was made,

cc) of orders forthe removal of moneylaundering officer ormembers of senior management,
dd) ofwithdrawals oflicences ordered,

ee) ofother measurestaken;

e) the nature and extent of measurestaken to inform the obliged entities under section 2 (1) of the due
diligence requirements and internal safeguards thatthey are required to complywith;

2. the numberofsuspicious transaction reports pursuantto section 44 filed by the supervisoryauthorityper
calendaryear, broken down according to the obliged entities under section 2 (1) that they concerned.

’The supenvisoryauthorities are required to transmitthe data specified in sentence 1 to the Federal Ministry of
Finance in electronic form, giving the state of affairs on 31 December ofthe year in question, by31 March of
the following year. *The Federal Ministry of Finance and the German Financial Intelligence Unitcan designate
a common form for this purpose. *The supenisoryauthorities notifytheir contactdata, information abouttheir
area of responsibilityand changes in the data to the German Financial Intelligence Unitwithoutundue delay.
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(10) ¥The competentsupervisoryauthorities notifythe Federal Ministry of Finance before ordering or applying
the measuresreferred to in section 15 (5a). The Federal Ministry of Finance notifies the European
Commission before the measures referred to in section 15 (5a) are ordered or applied bythe competent
supervisoryauthorities and aboutthe enactmentofa statutory instrumentunder section 15 (10) sentence 1
no 2.

Section 51a Processing of personal data by supervisory authorities

(1) The competentsupervisoryauthorities under this Actare entitled to process personal data to the extent
necessaryto perform their statutoryfunctions.

(2) 1If the competentsupenisoryauthorities under this Act process personal data in the course ofa
supervisorymeasure taken under this Act or on the basis of statutoryinstruments enacted under this Act, the
data subjects do notenjoythe rights under Articles 15to 18 and 20to 22 of Regulation (EU) 2016/679 to the
extent that fulfilling the rights ofthe data subjects wouldjeopardise the following:

=

the purpose ofthe measure,

2. the stabilityof the financial markets ofthe Federal Republic of Germanyor of one or more signatories to the
Agreementon the European Economic Area,

3. anyother importantobjective of general publicinterestin the Federal Republic of Germanyorone or more
signatories to the Agreementon the European Economic Area, in particular an importanteconomic or
financial interest, or

4. the prevention,investigation, detection or prosecution of criminal offences or the execution of criminal
penalties, including protection and defence againstdangers to public safety.

2Under these conditions, the competentsupervisoryauthorityis also exempted from the obligations under
Articles 12 to 14, 19 and 34 and the transparencyrequirements under Article 5 of Regulation (EU) 2016/679.
3Sentences 1 and 2 apply, with the necessarymodifications, to persons and institutions thatthe competent
supervisoryauthorityuses to perform its functions, and to the registrar entity.

(3) The data subjectmustbe informed aboutthe lifting of the restriction, unless thisis prejudicial to the purpose
of the restriction.

(4) UIf no information is provided to the data subjectin the cases setoutin subsection (2) sentences 110 3, it
mustbe provided to the Federal Commissioner for Data Protection and Freedom of Information or the
supervisoryauthorityresponsible for data protection under Land law, depending on responsibility, if requested
by the data subject, unlessitis established on a case-by-case basis thatthis would endanger public safetyat
the federal or Land level, or would jeopardise the stabilityand integrity of the financial markets. *The
notification by the Federal Commissioner for Data Protection and Freedom of Information or the supervisory
authority responsible for data protection under Land law to the data subjectaboutthe outcome ofthe data
protection examination maynotallow any conclusions to be drawn aboutthe state of knowledge ofthe
competentsupervisoryauthorityand of the persons and institutions the competentsupervisoryauthorityuses
to perform its functions, insofar as theydo not consentto any additional information.

Section 52 Cooperation obligations

(1) *An obliged entity, the members ofits governing bodies and its employees are to provide the supervisory
authority responsible under section 50 no. 1, if its supervisoryactivity concerns the obliged entities specified in
section 50 no. 1 letters (g) and (h); the supenvisoryauthorityresponsible under section 50 nos. 3to 9; and the
persons and institutions used bythese supervisoryauthorities in the performance oftheir functions, upon
requestand free of charge, with

1. information aboutall business affairs and transactions and

2. documents

which are relevant to compliance with the provisions laid down in this Act. %In the context of its obligation under
sentence 1 no. 2, the obliged entitymustprovide the authoritywith the documents to be submitted in the form
of originals or copies, or electronicallyin digital form or on a digital storage medium.
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(2) In inspections under section 51 (3), officials ofthe supervisoryauthorityand other persons used bythe
competentsupervisoryauthorityin conducting its inspections mayenter and inspectthe premises ofthe
obliged entityduring usual hours of operation and business hours.

(3) Those concerned musttolerate the measures described in subsection (2).

(4) The personrequired to provide information mayrefuse to do soin response to anyquestions, the
answeringofwhich would make them or one oftheir relatives as specified in section 383 (1) nos. 1to 3 of the
Code of Civil Procedure (Zivilprozessordnung) liable to criminal prosecution or proceedings underthe Act on
Administrative Offences (Gesetz Uber Ordnungswidrigkeiten).

(5) 'Obliged entities under section 2 (1) nos. 10 and 12 mayalso refuse to answer questions ifthese questions
relate to information theyobtained in the context of providing legal advice to, or legal representationfor, the
contracting party. °The obligation to provide information continues to existif the obliged entity knows thattheir
clienthas used oris usingits legal advice for the purpose of moneylaundering or terroristfinancing.

(6) *Persons who, byvirtue of their business activities, assume on the basis of facts that they are obliged
entities undersection 2 (1), mustprovide the competentsupervisoryauthorityunder section 50 on requestand
withoutcharge with information aboutall business matters and mustsubmitall documents necessaryfor
establishing whether theyare obliged entities. 2Subsection (2) sentences 1 and 2 as well as subsections (4)
and (5) apply, with the necessarymodifications.

Section 53 Reports of contraventions

(1) 'The supenvisoryauthorities are required to establish a system for receiving reports of potential or actual
contraventions ofthis Act, statutoryinstruments adopted on the basis of this Act and other provisions intended
to prevent moneylaundering and terroristfinancing which the supenisoryauthorityhas the function of
ensuring compliance with or punishing contraventions of. ?The system mustenable reports to be submitted via
a protected communication channel. *The reports maybe filed anonymously.

(2) The supervisoryauthorities are entitled to process personal data for this purpose, to the extent necessary
to perform their functions.

(3) 'The supenvisoryauthorities onlydisclose the identityof a person who has filed a reportif they have
previouslyobtained the explicitapproval of the person. 2They do notreveal the identity of a person whois the
subjectofa report. 3Sentences 1 and 2 do not apply if

1. the disclosure ofinformationis necessaryin the context of further investigations or of subsequent
administrative or judicial proceedings on the basis ofan Act or

2. itis ordered by a court decision orin judicial proceedings thatthe information be revealed.
(4) The Freedom of Information Act (Informationsfreiheitsgesetz ) does notapplyto cases under this provision.

(5) !staff employed by companies or persons thatare subjectto the supervision ofthe competentsupervisory
authorities under subsection (1) or by other companies or persons to which activities have been outsourced by
supervised companies or persons and who file areportunder subsection (1) mustnotbe held liable, either by
provisions oflabourlaw or by provisions of criminal law, nor musttheybe held liable fordamages or otherwise
discriminated against. °’Sentence 1 does notapply if a false reporthas been filed with wilful intentor gross
negligence.

(5a) 'staff within the meaning of subsection (5) who suffer discrimination in connection with their employment
relationship, contraryto the ban on discrimination in subsection (5), because theyhave submitted a reportin
accordance with subsection (1) are entitled to file a complaintwith the competent supervisoryauthority. ’The
complaintprocedure does notaffectrecourse to the courts. *The complainantis able to use the protected
communication channel under subsection (1) sentence 2 to submitthe complaintunder sentence 1.

(6) The rightto file reports under subsection (1) mustnotbe contractuallyrestricted for staffwho are employed
by

1. companies orpersonswho are subjectto supervision bythe supervisoryauthorities under subsection (1) or
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2. othercompanies orpersonstowhom activities of supervised companies or persons have been outsourced.

2Agreements conflicting with the above are invalid.

(7) Establishing and maintaining the system for receiving reports of contraventions does notaffectthe rights of
a personwhois the subjectofareport, in particular the rights specified in

1. sections 28 and 29 ofthe Administrative Procedure Act (Verwaltungsverfahrensgesetz),
2. sections 6810 71 of the Rules ofthe Administrative Courts (Verwaltungsgerichtsordnung) and

3. sections 137,140,141 and 147 ofthe Code of Criminal Procedure.

Section 54 Duty of confidentiality

(1) YInsofar as persons employed bythe competent supervisoryauthorities under section 50 or working for
those supervisoryauthorities perform functions under section 51 (1), they mustnot, withoutauthorisation,
reveal or utilise facts thathave come to their knowledge in the course oftheir activity if keeping these facts, in
particular business and trade secrets, confidential is in the interestof an obliged entityor a third party subject
to their supenvision. 2Sentence 1 also applies when theyare no longer on duty or when theiremploymenthas
ended. *The legal provisions concerningdata protection to be observed by the obliged entities subjectto
supervision remain unaffected.

(2) Subsection (1) also applies to other persons who, through reporting in an official capacity, gain knowledge
of the facts specified in subsection (1) sentence 1.

(3) Facts are notrevealed or utilised withoutauthorisation in particular ifthey are disclosed within the meaning
of subsection (1), insofar as disclosure is notprohibited byother legal provisions,

1. in summaryor aggregate form in such a way that individual obliged entities cannotbe identified, or

2. to one of the following institutions, provided thatthese institutions need the information for the purpose of
performing their functions:

a) tothe law enforcementagencies, to the authorities and courts responsiblefor criminal cases and
administrative fine proceedings,

b) to other institutionswhich, by law or in the publicinterest, are entrusted with investigating and
preventing moneylaunderingorterroristfinancing or with the supervision of creditand financial
institutions as defined in Article 3 of Directive (EU) 2015/849, as well as to persons acting on the
instruction ofthese institutions,

c) tothe European Central Bank,insofaras itis acting in accordance with CouncilRegulation (EU) No.
1024/2013 of 15 October 2013 conferring specific tasks on the European Central Bank concerning
policies relating to the prudential supervision of creditinstitutions,

d) to the Financial Intelligence Units as defined in Article 32(1) of Directive (EU) 2015/849 and

e) to other institutions which, by law or in the public interest, are entrusted with supervising the general
risk managementorcompliance of obliged entities as well as to persons acting on the instruction of
these institutions.

(4) The facts within the meaning of subsection (1) mayonly be disclosed to one of the institutions referred to
in subsection (3),ifitis located in another country, or to a supranational institution, ifthe persons employed by
this institution or acting oniits behalfare subjectto a duty of confidentialitythatto a large extent correspondsto
the duty of confidentialitylaid out in subsections (1) to (3). °The foreign or supranational institution mustbe
advised by the disclosing institution thatitmay only use the facts for the purpose for which theyhave been
transmitted. ®Facts originating from another countrymay only be disclosed

1. withthe explicit approval of the competent authorities that notified these facts and

2. for purposesapproved bythe competent authorities.

— Page 57 of 66 —



Section 55 Cooperation with other authorities

(1) 'To prevent and combatmoneylaunderingand terroristfinancing, the supervisoryauthorities, in performing
theirfunctions under section 51, cooperate fullywith each other and with the institutions specified in

section 54 (3). %In the context of this cooperation, the supenvisoryauthorities are obliged to transmitto each
other, ex officio and on request, information, including personal data and the results ofinspections insofar as
knowledge thereofis necessaryfor fulfilling the functions ofthe supervisoryauthorities under section 51. °The
competentsupervisoryauthoritytransmits all information to the com petentadministrative authorityex officio on
a case-by-case basisinsofar as the informationis necessaryfor the administrative authorityto perform its
functions. 4If there are indications of criminal offences, the administrative authorities notifythe competence law
enforcementagencies withoutundue delay.

(2) The authorities responsible under section 155 (2) ofthe Industrial Code in conjunction with the respective
Land law under section 14 (1) of the Industrial Code transmitthe data of the businessregistration under
annexes 1to 3 of the Regulation on Business Registration (Gewerbeanzeigenverordnung) regarding obliged
entities under section 2 (1) to the competentsupervisoryauthorities under section 50 no. 9 free of charge on
request, insofaras knowledge ofthese datais necessaryforthe performance ofthe supervisoryauthorities’
functions undersection51.

(3) The register authorityspecifiedin section 11a (1) ofthe Industrial Code transmits the data specified in
section 6 of the Regulation on Financial Mediation (Finanzanlagevermittiungsverordnung) and in section 8 of
the Regulation on Insurance Mediation (Versicherungsvermittiungsverordnung) to the competentsupervisory
authorities under section 50 no. 9 free of charge on request, insofar as knowledge ofthese datais necessary
for the performance ofthe supervisoryauthorities’ functions under section 51.

(4) Further-reaching powers of the supervisoryauthorities regarding the processing of personal data under
otherlegal provisions remain unaffected.

(5) YIn cross-border cases, the cooperating supervisoryauthorities and the institutions specified in

section 54 (3) coordinate their measures. ?If an obliged partywhose registered office is in another member
state of the European Union has one or more branches or establishments in Germany, the supervisory
authorities and institutions referredto in sentence 1 cooperate with the competentauthorities ofthe member
state in which the obliged entityhas its head office.

(6) YInsofar as supervisoryauthorities supervise the obliged entities under section 2 (1)nos.1to 3 and 6to 9,
they provide the following authorities, upon request, with all information necessaryfor the performance oftheir
functions on the basis of Directive (EU) 2015/849 and Regulation (EU) No.1093/20100ofthe European
Parliamentand ofthe Council of24 November 2010 establishing a European Supervisory Authority (Europe an
Banking Authority), amending Decision No. 716/2009/EC and repealing Commission Decision 2009/78/EC,
Directive (EU) No. 1094/2010 ofthe European Parliamentand ofthe Council of 24 November 2010
establishing a European Supervisory Authority (European Insurance and Occupational Pensions Authority),
amendingDecision No. 716/2009/EC and repealing Commission Decision2009/79/EC and Directive (EU) No.
1095/2010 ofthe European Parliamentand ofthe Council of 24 November 2010 establishing a European
SupervisoryAuthority (European Securities and Markets Authority), amending Decision No. 716/2009/EC and
repealing Commission Decision 2009/77/EC:

1. the European Banking Authority,
2. the European Insurance and Occupational Pensions Authority,

3. the European Securities and Markets Authority.

The information mustbe made available in accordance with Article 35 of Directive (EU) No. 1093/2010,
Article 35 of Directive (EU) No. 1094/2010 and Article 35 of Directive (EU) No.1095/2010.

(7) The exchange of information with the competentsupervisoryauthorities of other member states ofthe
European Unionis notprecluded by:

1. areferenceinthe requesttotax matters,
2. national law requiring the obliged entities to maintain secrecyor confidentiality, except in cases where

a) the relevantinformation to which the requestrefers is protected bylegal privilege or

b) legal professional secrecyundersection 43 (2) sentence 1 applies,
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3.

there is an inquiry, investigation or proceeding underwayin the requested member state, unless the
assistancewould impede thatinquiry, investigation or proceeding,

4. differences inthe nature and status ofthe requesting and the requested authority.

(8) 'The competentsupenvisoryauthorities under section 50 nos. 1 and 2 can conclude cooperation
agreements providing for cooperation and the exchange offacts within the meaning of section 54 (1) with the
competentauthorities ofthird countries that constitute counterparts ofthose competentsupenisoryauthorities.
2Such cooperation agreements mustbe concluded on the basis ofreciprocityand onlyif it is ensured thatthe
transmitted facts are atleastsubjectto the requirements contained in section 54 (1). ®Facts transmitted
according to those cooperation agreements must be used for the purpose of performing the supervisory
functions ofthose authorities. “Section 54 (4) applies, with the necessarymodifications.

Section 56 Provisions relating to administrative fines

(1) *An administrative offence is deemed to be committed byanyone who wilfullyor negligently:

1.
2.

10.

11.

12.

13.

14.

15.

16.

in violation of section 5 (1) sentence 1, fails to determine or evaluate risks,

in violation of section 5 (2), fails to documentorregularlyreview and, as appropriate, update the risk
analysis,

in violation of section 6 (1), fails to implementappropriate business- and customer-oriented internal
safeguards or,in violation of section 6 (1) sentence 3, fails to monitor the functionality of the safeguards
or fails to update the business- and customer-oriented internal safeguards regularlyor where necessary,

in violation of section 6 (4), fails to operate data processing systems or fails to update them,
fails to complywith an enforceable order under section 6 (9),

in violation of section 8 (1) and (2), fails to record or retain data, information, the results ofthe
examination, the reasons considered or a plausible explanation ofthe evaluation resultor fails to do so
correctly or completely,

in violation of section 8 (4) sentence 1, fails to retain for five years a record or other evidence,

in violation of section 9 (1) sentence 2, including in conjunction with subsection (4), fails to devise
consistentgroup-wide precautions, procedures and measures,

in violation of section 9 (1) sentence 3, including in conjunction with subsection (4), fails to ensure that the
consistentgroup-wide obligations and measures are effectivelyimplemented,

in violation of section 9 (2), including in conjunction with subsection (4), fails to ensure thatgroup
companies in accordance with section 1 (16) nos. 2 to 4 that are located in another member state ofthe
European Union and are subjectthere to anti-moneylaundering and counter terroristfinancing
obligations that complywith the applicable national legislation transposing Directive (EU) 2015/849,

in violation of section 9 (3) sentence 2, including in conjunction with section (4), fails to ensure that
branches and group companies under section 1 (16) no. 2 located in a third country take additional
measures to effectively counteractthe risk of moneylaundering and terroristfinancing, or fails to inform
the competentsupervisoryauthorityunder section 50 aboutthe measures taken,

contravenes an enforceable order under section 9 (3) sentence 3, including in conjunction with
subsection (4),

in violation of section 9 (5) sentence 1, fails to implementthe measures referred to in subsection (1)
sentence 2nos. 1,3 and4,

in violation of section 9 (5) sentence 2, does notimplementgroup-wide requirements,

in violation of section 10 (1) no. 1, fails to identify the contracting party or a person acting on their behalf
correctly, completelyorin the prescribedmanner, or fails to check whether the person acting on behalf of
the contracting party is entitled to do so,

in violation of section 10 (1) no. 2, fails to check whether the contracting party is acting on behalfofa
beneficial owner,
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17.
18.

19.

20.

21.

22.

23.

24,

25.

26.

27.
28.
29.
30.

31.

32.

33.

34.

35.

36.

37.

38.

39.

40.

41.

in violation of section 10 (1) no. 2, fails to identify the beneficial owner,

in violation of section 10 (1) no. 3, fails to obtain information on the purpose and intended nature ofthe
businessrelationship or fails to evaluate this information,

in violation of section 10 (1) no. 4, fails to establish whether the contracting party or the beneficial owner
is a politicallyexposed person, afamilymember or a person known to be a close associate, or fails to do
so correctly,

in violation of section 10 (1) no. 5, fails to continuouslymonitor the business relationship, including the
transactions carried outin the course ofthe business relationship, or fails to do so correctly,

in violation of section 10 (2) sentence 1, fails to determine the specific extent of the due diligence
measures in accordance with the respective risk of moneylaundering or terroristfinancing,

in violation of section 10 (2) sentence 4 or in violation of section 14 (1) sentence 2, fails to demonstrate
that the extent of the measurestheyhave adopted s to be considered adequate basedon the risk of
moneylaundering and terroristfinancing,

in violation of section 10 (6), fails to complywith due diligence requirements,
in violation of section 10 (8), fails to make a notification,

in violation of section 10 (9), section 14 (3) or section 15 (9) in conjunction with section 15(3) nos. 1,3
and 4, establishes, continues or fails to terminate or otherwise end the business relationship or executes
the transaction,

in violation of section 11 (1), fails to identify the contracting parties, persons acting on their behalfor
beneficial ownersin due time,

in violation of section 11 (2), fails to identify the parties to the contractin due time,
in violation of section 11 (3) sentence 2, fails to carry out a new identification,
in violation of section 11 (4) nos. 1 and 2, fails to collectthe information or collects itincompletely,

in violation of section 11 (5) sentence 1, fails to establish the name ofthe beneficial ownerin order to
determine theiridentity,

in violation of section 14 (2) sentence 2, fails to ensure the scrutinyof transactions and business
relationshipsto an extent that enables them to recognise and reportunusual or suspicious transactions,

in violation of section 15 (2), fails to fulfil enhanced due diligence requirements,

in violation of section 15 (4) sentence 1 no. 1 in conjunction with subsection (2) or (3) no. 1, fails to obtain
the approval of a member of senior managementbefore establishing or continuing a business
relationship,

in violation of section 15 (4) sentence 1 no. 2 in conjunction with subsection (2) or (3) no. 1, fails to take
measures,

in violation of section 15 (4) sentence 1 no. 3 in conjunction with subsection (2) or (3) no. 1, fails to
conductenhanced, ongoing monitoring,

in violation of section 15 (5) no. 1 (a) to (f) in conjunction with subsection (3) no. 2, fails to gather
information,

in violation of section 15 (5) no. 2 in conjunction with subsection (3) no. 2, fails to obtain the approval of a
member of senior management,

in violation of section 15 (5) no. 2 in conjunction with subsection (3) no. 2, fails to conductenhanced
monitoring ofthe business relationship,

in violation of section 15 (6) no. 1 in conjunction with subsection (3) no. 3, fails to examine the
transaction,

in violation of section 15 (6) no. 2 in conjunction with subsection (3) no. 3, fails to conductenhanced,
ongoing monitoring of the underlying business relationship,

in violation of section 15 (7) no. 1 in conjunction with subsection (3) no. 4, fails to gather sufficient
information,
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42.

43.

44.
45.
46.
47.
48.

49.
50.
51.

52.
53.

54.
55.

56.

57.

58.

59.

60.
61.

62.

63.

in violation of section 15 (7) no. 2 in conjunction with subsection (3) no. 4, fails to obtain the approval of a
member of senior management,

in violation of section 15 (7) no. 3 in conjunction with subsection (3) no. 4, fails to determine or document
the responsibilities,

in violation of section 15 (7) no. 4 or no. 5 in conjunction with subsection (3) no. 4, fails to take measures,
in violation of section 15 (5a) and (8), contravenes an enforceable order ofthe supervisoryauthority,

in violation of section 16 (2), admits a playerto an online game of chance,

in violation of section 16 (3), accepts deposits or otherrefundable monies,

in violation of section 16 (4), permits transactions ofthe playerto the obliged entity through channels
otherthan those specified in section 16 (4)nos.1and 2,

in violation of section 16 (5), fails to fulfil their notification obligations,
in violation of section 16 (7) sentence 1 no. 2, carries outtransactionsto a paymentaccount,

in violation of section 16 (7) sentence 2, fails to sufficientlyspecifythe paymentreference despite a
requestfrom the supervisoryauthority,

in violation of section 16 (8) sentence 3, fails to carry out the full identification or fails to do so in due time,

in violation of section 17 (2), delegates the fulfilment of the due diligence requirements to a third party
domiciledin a high-risk third country,

in violation of section 18 (3), fails to provide information or fails to do so in due time,
in violation of section 20 (1),

a) fails to obtain,

b) fails to retain, or fails to correctly or completelyretain,

c) failsto keep upto date or

d) fails to notify the registrar entity, or fails to notify it correctly, completelyorin due time of information
on the beneficial owner.

in violation of section 20 (1a), fails to fulfil their notification obligation or fails to fulfil it correctly, completely
orindue time,

withoutbeing authorised to do so by the association subjectto a notification obligation, electronically
notifies information on the beneficial owner to the registrar entity for entry into transparencyregister,

in violation of section 20 (3), fails to fulfil their notification obligation or fails to fulfil it correctly, completely
orindue time,

in violation of section 20 (3a) sentences 1 to 3 or subsection (3b) sentence 1, fails to make a notification
or fails to make it correctly, completelyorin due time,

in violation of section 20 (3a) sentence 4, fails to fulfil their documentation obligation,
in violation of section 21 (1) or (2)

a) fails to obtain,

b) fails to retain, or fails to correctly or completelyretain,

c) failsto keep upto date or

d) fails to notify the registrar entity, or fails to notify it correctly, completelyorin due time of information
on the beneficial owner.

in violation of section 21 (1a) or (1b), fails to fulfil their notification obligation or fails to fulfil it correctly,
completelyorindue time,

fails to correctan inaccurate notification under section 20 (1) or section 21 (1),
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64. gains permissiontoinspectthe transparencyregister contraryto section 23 (1) sentence 1 no.2 or no. 3
under false pretences or unlawfullygains access to the transparencyregisterin some other manner,

65. inviolation of section 23a (1) sentence 1, fails to fulfil their notification obligation,

66. inviolation of section 23a (3), fails as an obliged entityto provide information or documents or fails to do
soinduetime,

67. inviolation of section 30 (3), fails to respond to ademand forinformation or fails to do so correctly,
completelyorindue time,

68. inviolation of section 40 (1) sentence 1 or 2, fails to respond to an order or aninstruction or fails to do so
in due time or completely,

69. in violation of section 43 (1), fails to submitareportor fails to do so correctly, completelyorin duetime,
70. inviolation of section 46 (2) sentence 2, fails to subsequentlyfile the reportwithoutundue delay,
71. disregards a prohibition undersection 51 (5),
72. fails to submitinformation under section 51 (7) or fails to do so correctly, completelyorin duetime,
73. inviolation of section 52 (1) and (6),
a) fails to provide information, orfails to provide it correctly, completelyor in due time,
b) fails to submitdocuments, offails to provide them correctly, completelyorinduetime,
74. inviolation of section 52 (3), fails to tolerate aninspection.

2If it is committed wilfully, the administrative offence is punishable bya fine notexceeding€150,000, in all other
cases bya fine notexceeding€100,000.

(2) 'An administrative offence is deemed to be committed byany person who wilfullyor negligently
1. inviolation of section 4 (3) sentence 1, fails to appointa member ofthe management,

2. in violation of section 7 (1), fails to appointa moneylaundering officer ora deputy,

3. fails to complywith an enforceable order under section 7 (3) or fails to do soin due time,

4

in violation of section 9 (1) sentence 2, including in conjunction with subsection (4), fails to appointa group
moneylaundering officer,

5. inviolation of section 15 (9) in conjunction with section 15 (3) no. 2, establishes, continues or fails to
terminate or otherwise end the business relationship or executes the transaction,

6. executes a transactionin violation of section 46 (1) sentence 1, or

7. inviolation of section 47 (1) in conjunction with subsection (2), informs the contracting party, the instructing
party or a third party,

2If it is committed wilfully, the administrative offence is punishable bya fine of up to €150,000, ifit is committed
negligentlyby a fine of up to €100,000,and in all other cases bya fine of up to €50,000.

(3) 'An administrative offence under subsection (1) and, if committed wilfullyor negligently, under
subsection (2)is punishable by

1. afineofupto€1mor
2. afine up to up to twice the economic benefitderived from the contravention,

if the contravention is serious, repeated or systematic. °The economic benefitcomprises profits gainedand
losses avoided and can be estimated. 3A fine higher than that stated in sentence 1 maybe imposed on obliged
entities under section 2 (1) nos. 1to 3 and 6 to 9 that are legal persons or assodiations. “in these cases, the
fine mustnotexceed the higher ofthe following amounts:

1. €5mor

2. 10 percent of the total turnover recorded by the legal person orassociation in the financial year prior to the
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authority's decision.

°A fine higher than that stated in sentence 1 of up to €5m maybe imposed on obliged entities under
section2 (1) nos.1to 3 and 6to 9 that are natural persons.

(4) Total turnover within the meaning of subsection (2) sentence 4 no. 2 is

1. inthe case of creditinstitutions, paymentinstitutions and financial services institutions within the meaning
of section 340 ofthe Commercial Code, the total amountresulting from the national law applicable to the
institution in accordance with Article 27 nos. 1, 3, 4, 6 and 7 or Article 28 Part B nos. 1 to 4 and 7 of Council
Directive 86/635/EEC of 8 December 1986 on the annual accounts and consolidated accounts ofbanks
and otherfinancial institutions (OJ L 372 of 31 December 1986, page 1), net of value added tax and other
taxes levied directly on this income,

2. in the case of insurance undertakings, the total amount resulting from the national law applicable to the
insurance undertaking in accordance with Article 63 of Council Directive 91/674/EEC of 19 December 1991
on the annual accounts and consolidated accounts ofinsurance undertakings (OJL 374 of 31 December
1991, page 7) netof value added tax and other taxes levied directly on this income,

3. in all other cases the amountof netturnover according to national law applicable to the companyin
accordance with Article 2 no. 5 of Directive 2013/34/EU.

2In cases where the legal personor the association is a parentcompany or a subsidiary, the respective total
amountin the consolidated financial statements of the parentcompanyfor the largestnumber of companiesis
to be used rather than the total turnover of the legal person or the association. °If the consolidated financial
statements for the largestnumber of companies are not prepared in accordance with the provisions setoutin
sentence 1,the total turnover is calculated on the basis ofthe items ofthe consolidated financial statements
that are equivalentto the items referred to in sentence 1 numbers 1 to 3. 4If annual financial statements or
consolidated financial statements for the financial yearin question are notavailable, the annual financial
statements or consolidated financial statements ofthe mostrecent financial year mustbe used. °If the annual
financial statements or consolidated financial statements ofthe mostrecent financial year are also not
available, the total turnover may be estimated.

(5) The competentsupervisoryauthorityin each case undersection 50 nos.1and 7ato 9 is also the
administrative authorityunder section 36 (1) no. 1 of the Act on Administrative Offences. ?For administrative
offences under subsection (1) sentence 1 nos.54to 66, the Federal Office of Administration is the
administrative authorityunder section 36 (1) no. 1 of the Act on Administrative Offences.

(6) Unlessitis also the competent supervisoryauthority, the competentadministrative authoritytransmits on
requestall information, including personaldata, to the competentsupervisoryauthority, insofar as the
information is necessaryforthe performance ofthe functions ofthe supervisoryauthority, in particular for the
provision of statistics under section 51 (9).

(7) The supervisoryauthorities checkin the Federal Central Criminal Register (Bundeszentralregister) whether
the person concerned has relevantconvictions.

(8) The competentsupervisoryauthorities under section 50 nos. 1,2 and 9 inform the respective competent
European supervisoryauthoritywith regard to the obliged entities under section 2 (1)nos.1to 3and6to 9
about

1. the finesimposed onthese obliged entities,

2. othermeasurestaken because of contraventions of provisions ofthis Act or of other acts intended to
prevent moneylaundering and terroristfinancing and

3. relevant appeal procedures and their outcomes.

Section 57 Publication of final and conclusive measures and of unappealable administrative fine
decisions

(1) ‘The competentsupervisoryand administrative authorities and the authorityunder section 56 (5)
sentence 2 are required to publish final and conclusive measures and unappealable ad ministrative fine
decisionsimposed because of a contravention of this Act or of statutory instruments adopted on the basis of
this Act on theirwebsites once the addressee ofthe measure or administrative fine decisionhas been
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informed. 2This also applies to courtdecisions thatare unappealable and thatinvolve the imposition ofan
administrative fine. *The type and nature of the contravention as well as the natural persons or legal persons or
associations responsible for the contravention mustbe stated in the publication.

(2) The publication under subsection (1) mustbe delayed if publication

1. wouldimpinge onthe personalityrights of natural persons or a publication of personal data would be
disproportionate for other reasons,

2. wouldjeopardisethe stabilityofthe financial markets ofthe Federal Republic of Germanyor of one or more
signatorystates to the Agreementon the European Economic Area or

3. wouldjeopardisean ongoinginvestigation.

%Instead of delaying publication, the information maybe published on an anonymisedbasis ifthis guarantees
an effective protection undersentence 1 no. 1. ®ln cases where there are grounds for assuming that the
reasons foran anonymised publication will no longer applywithin the foreseeable future, the publication ofthe
information maybe delayed accordinglyunder sentence 1 no. 1. “Publication takes place once the reasons for
delay no longer apply.

(3) A publication mustnotoccurif the measures under subsection (2) are notsufficientto eliminate a threatto
the stability of the financial markets orto ensure the proportionality of the publication.

(4) A publication mustremain published on the website ofthe supervisoryauthorityfor five years. 2By way of
derogation from sentence 1, personal data mustbe deleted as soon as its publication is no longer necessary.

Section 58 (Repealed)

Section 59 Transitional provisions

(1) Notifications under section 20 (1) and section 21 mustbe transmitted to the transparencyregister for the
firsttime by 1 October2017.

(2) 'Access to the entries in the register ofassociations as provided forin section 22 (1) sentence 1 no. 8 is
provided as from 26 June 2018. 2The technical requirements to transmitthe index data under section 22 (2)
which are needed for access to the original data under section 22 (1) sentence 1 no. 8 will be putin place by
25 June 2018. ®For the transitional period from 26 June 2017 to 25 June 2018, the transparencyregister
instead contains a link to the common register portal ofthe Lander.

(3) Section 23 (1) to (3) enters into force on 27 December2017.

(4) Exemptions granted bythe supervisoryauthorities under section 50 no. 8 to obliged entities under
section 2 (1) no. 15, to the extent that they operate or broker online games of chance, remain in force until 30
June 2018, by way of derogation from section 16.

If judicial proceedings concerning the prevention, detection, investigation or prosecution of suspected money
laundering or terroristfinancing were pending on 25 June 2015 orifan obliged entitypossesses information or
documentsin connection with these pending proceedings, the obliged entitymayretain this information or
these documents until 25 June 2020.

(6) 'The registration requirementunder section 45 (1) sentence 2 arises when the new information network of
the German Financial Intelligence Unitstarts operating, butat the latestas from 1 January 2024.°The Federal
Ministry of Finance will announce the date on which the new information network ofthe German Financial
Intelligence Unitwill startoperating in the Federal Law Gazette.

Annex 1 (to sections 5, 10, 14, 15)
Factors indicating a potentially lower risk

(Source: Federal Gazette 12017, page 1858)
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The following is a non-exhaustive listoffactors and types of evidence of potentiallylower risk under section 14:

1. Customerriskfactors:

a)

b)
c)

publiccompanies listed on a stock exchange and subjectto disclosure requirements (either by stock
exchange rules orthrough law or enforceable means), which impose requirements to ensureadequate
transparencyof beneficial ownership,

publicadministrations or companies,

customersthatare residentin geographical areas of lowerrisk as setoutin no. 3.

2. Product, service, transaction or deliverychannelrisk factors:

a)

b)

c)

d)

e)

life insurance policies for which the premiumis low,

insurance policies for pension schemes ifthere is no early surrender option and the policycannotbe
used as collateral,

a pension, superannuation or similar scheme that provides retirement benefits to employees, where
contributions are made byway of deduction from wages, and the scheme rules do notpermitthe
assignmentofa member’s interestunderthe scheme,

financial products or servicesthatprovide appropriatelydefined and limited services to certain types of
customers, so as to increaseaccess for financial inclusion purposes,

products where the risk of moneylaundering and terroristfinancingare managed byother factors such
as purse limits ortransparencyof ownership (e.g. certain types of electronic money).

3. Geographicalrisk factors —registration, establishment, residence in:

a)

b)

c)
d)

member states,

third countries having effective systems for the prevention, detection and combating of money
laundering and terroristfinancing,

third countries identified by credible sources as having a low level of corruption or other criminal activity,

third countries which, on the basis of credible sources such as mutual evaluations, detailed assessment
reports or published follow-up reports, have requirements to prevent, detectand combatmoney
laundering and terroristfinancing consistentwith the revised FATF (Financial Action Task Force)
Recommendations and effectively implementthose requirements.

Annex 2 (to sections 5, 10, 14, 15)
Factors indicating a potentially higher risk

(Source: Federal Gazette 1 2017, page 1859)

The following is a non-exhaustive listoffactors and types of evidence of potentiallyhigherriskunder section

15:

1. Customerriskfactors:

a)
b)
c)
d)
e)

f)

the businessrelationship is conducted in unusual circumstances,

customersthatare residentin geographical areas of higherrisk as setoutin point(3),
legal persons or arrangements thatare personal asset-holding vehicles,

companies thathave nominee shareholders or sharesin bearerform,

businesses thatare cash-intensive,

the ownership structure ofthe companyappears unusual or excessivelycomplexgiven the nature of
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c)

the company's business,

the customeris a third countrynational who applies for residence rights or citizenship in the Member
State in exchange of capital transfers, purchase of propertyor governmentbonds, orinvestmentin
corporate entities in that Member State;

Product, senvice, transaction or deliverychannel risk factors:

a)
b)
c)

d)

private banking,
products or transactions thatmightfavour anonymity,

non-face-to-face business relationships or transactions, without certain safeguards, such as electronic
identification means, relevanttrustservices as definedin Regulation (EU) No.910/2014 or any other
secure, remote or electronic, identification process regulated, recognised, approved or accepted by the
relevant national authorities,

paymentreceived from unknown or unassociated third parties,

new products and new business practices, including new deliverymechanisms, and the use ofnew or
developing technologies for both new and pre-existing products,

transactionsrelated to oil, arms, precious metals, tobacco products, cultural artefacts and other items of
archaeological, historical, cultural and religious importance, or ofrare scientific value, as well as ivory
and protected species.

Geographical risk factors:

a)

b)

c)

d)

without prejudice to Article 9 of Directive (EU) 2015/849, countries identified bycredible sources (such
as mutual evaluations, detailed assessmentreports or published follow-up reports), as nothaving
effective systemsforthe prevention, detection and combating of moneylaundering and terrorist
financing,

countries identified bycredible sources as having significantlevels of corruption or other criminal
activity,

countries subjectto sanctions,embargos or similar measures issued by, for example, the European
Union orthe United Nations,

countries providing funding or supportfor terroristactivities, or that have designated terrorist
organisations operating withintheir country.
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